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Abstract—Trusted Execution Environments (TEEs) are grad-
ually adopted by major cloud providers, offering a practical
option of confidential computing for users who don’t fully trust
public clouds. TEEs use CPU-enabled hardware features to
eliminate direct breaches from compromised operating systems
or hypervisors. However, recent studies have shown that side-
channel attacks are still effective on TEEs. An appealing solution
is to convert applications to be data oblivious to deter many side-
channel attacks. While a few research prototypes on TEEs have
adopted specific data oblivious operations, the general conversion
approaches have never been thoroughly compared against and
tested on benchmark TEE applications. These limitations make it
difficult for researchers and practitioners to choose and adopt a
suitable data oblivious approach for their applications. To address
these issues, we conduct a comprehensive analysis of several
representative conversion approaches and implement benchmark
TEE applications with them. We also perform an extensive
empirical study to provide insights into their performance and
ease of use.

Index Terms—Access-Pattern, TEE, SGX, Obliviousness, Side-
Channel, Confidential Computing

I. INTRODUCTION

Confidential computing enables users to enjoy public clouds
without the need to trust cloud providers’ security infras-
tructure. Researchers are actively developing cryptographic
approaches to secure processing in untrusted platforms, such as
Homomorphic Encryption [5] and Secure Multiparty Compu-
tation (SMC) [20], [25]. While recent cryptographic methods,
e.g., hybrid protocols [25], [26], [39], are getting more effi-
cient, pure software-based solutions are still too expensive to
be practical for complex computational tasks or data-intensive
applications [35].

More recently, Trusted Execution Environment (TEE) [13]
emerges as a more practical solution for confidential comput-
ing. TEE utilizes CPUs’ new hardware features to securely
isolate a user’s application from the cloud system. Therefore,
even if an entire system, including the operating system or
hypervisor, is compromised, the adversary cannot access the
application. Major CPU manufacturers have implemented the
TEE concept in their recent CPUs, e.g., Intel SGX and AMD
SEV. Correspondingly, TEE-enabled servers are increasingly
available in major public clouds, e.g., Azure provides SGX-
enabled servers, and Google adopts AMD SEV.

While TEE performs much more efficiently than software-
based cryptographic approaches, recent studies have also
identified several side-channel attacks [8], [11], [40], [44],
[47]. Although the TEE enclave cannot be directly breached,
side channels are still there – The enclave interacts with
untrusted memories and file systems, and the CPU cache is still
shared among processes/virtual machines owned by different
users. Thus, attackers can utilize such controlled channel
attacks, e.g., manipulating page faults and page-table entries
and exploiting the flaws of modern CPU’s micro-architecture
execution optimization. Powerful attacks like Foreshadow [7]
and Load Value Injection [43] can combine memory/cache
footprints and CPU speculative execution to extract the secrets
in TEE execution.

So far, countermeasures on side-channel attacks are limited
to specific applications [2], [28] or firmware fixes at the
micro-architectural [43]. Among the candidate solutions, data-
oblivious algorithms and applications appear attractive and
promising. Regular programs’ data flow and execution paths
vary according to input data, i.e., a specific input value may
trigger different steps to execute. In contrast, data-oblivious
algorithms’ data flow and execution paths are invariant to the
input. This data obliviousness property can potentially help
address many side-channel issues, as we will discuss in Section
II-B.

Nevertheless, it is challenging for users to develop an
oblivious solution for the following reasons. First, it’s unclear
how complex to compose an oblivious data program manually.
Although recent TEE-related studies [12], [29], [36] have indi-
cated some oblivious primitives that one can use to compose an
oblivious solution, the complexity and the efforts to develop
such a solution are unclear. Second, automated approaches
can help convert regular programs to oblivious ones, but it’s
unclear how practical they are for TEE applications. Third,
the quality of automatically generated oblivious solutions is
also a concern. Oblivious programs generally cost more than
their non-oblivious equivalent in terms of performance and
memory. Low-quality conversion may also result in a higher
performance penalty. There is no systematic study to answer
these questions for TEE-based applications.

Contributions. We conduct a comprehensive analysis and
empirical study to compare several data oblivious solutions
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for TEE applications. The result will help researchers and
practitioners understand the benefits and limitations of current
solutions, possibly identify new research topics and assess the
strategies for adopting the side-channel-safe TEE solutions.

Specifically, we first analyze whether and how data obliv-
iousness can address side-channel attacks. Then, we sum-
marize four representative solutions: the manual composition
approach, the compiler approach, the circuit approach, and
the application-framework approach and their characteristics
in terms of performance, ease of use, and maturity for appli-
cation.

Finally, we develop an evaluation benchmark that includes
basic oblivious operations, compute-intensive tasks, and data-
intensive tasks. Then, we apply different oblivious program
conversion approaches to the benchmark and evaluate the
resulting oblivious programs’ performance and ease of use.
Our study reveals the strengths and weaknesses of different
oblivious solutions and provides guidelines for selecting suit-
able techniques under different scenarios.

In the remaining sections, we will first present the back-
ground knowledge for our approach (Section II), then dive
in the details of how data oblivious solutions help to protect
side-channels (Section III), then discuss different oblivious
approaches (Section IV), and, finally, perform the experimental
evalution (Section V) and conclusion (Section VI).

II. PRELIMINARIES

This section presents the necessary preliminaries for under-
standing the paper. We will give the related background knowl-
edge before analyzing oblivious solutions. In the following, we
will introduce the concept of Trusted Execution Environments
(TEE), the status of TEE development and deployment, and
the effect of side-channel attacks in TEEs.

A. Trusted Execution Environment

Trusted Execution Environment (TEE) is a hardware-based
solution for executing code in a secure environment where
powerful adversaries cannot access code or data within this
secure area. Using TEEs, a user can run their sensitive
computations in a TEE called Enclave, which uses a hardware-
assisted mechanism to preserve the privacy and integrity of en-
clave memory. With TEEs, users can pass encrypted data into
the Enclave, decrypt it, compute with plaintext data, encrypt
the result, and return it to the untrusted cloud components.
TEEs isolate private reserved memory for secure applications
from other system components, such as operating systems and
hypervisors. When the operating system or other system appli-
cations want to access the dedicated private memory, the CPU
restricts the access and redirects to some abort memory page.
Therefore, TEE applications can perform plaintext calculations
without compromising privacy and security.

However, without verifying the correctness of the cloud
hardware and the user binary, the remote user still cannot
trust the TEE. The Remote Attestation procedure establishes
the trust between the TEE hardware and the user. Using
remote attestation, the user can verify if the cloud provider

is using certified TEE hardware and if the program running
in an enclave is from a digitally signed binary. During remote
attestation, a secret key is generated by Diffie-Hellman key
exchange between the Enclave and the remote user to establish
a secure channel for the follow-up communication between the
user and the Enclave.

Major cloud platforms have provided different types of
TEE-enabled servers. Intel SGX is one of the popular TEE
implementations. Since 2015, SGX has been available in most
Intel CPUs. Unlike Intel SGX, the other two major TEEs,
such as ARM TrustZone and AMD PSP, rely on secure
hardware and a secure operating system. As AMD integrated
ARM TrustZone as an extension of CPU [17] and later
renamed it Platform Security Processor (PSP), the underlying
technology of both systems remains similar. While all TEE
implementations feature complete memory isolations from the
system components and remote attestation to establish trust,
they still suffer from side-channel attacks.

B. Side Channel Attacks on TEEs

Since the advent of TEEs, many studies have explored the
weaknesses of TEE side channels. While passive adversaries
can exploit some attacks [10], [34], [50] by only observing
interactions between TEEs and other system components, the
assumption of TEEs enables more powerful attacks to be
performed, some of which can even retrieve plaintext infor-
mation directly from the Enclave. Based on the attack strate-
gies, these attacks can be categorized as (i) memory/cache-
targeted attacks and (ii) microarchitecture-level attacks. In
memory/cache-targeted attacks, the attacker exploits the inter-
actions between TEEs and untrusted memory or applications
and observes enclave memory page loading and CPU cache
usages. Microarchitecture-level attacks utilize modern CPU
features, such as CPU transient memory execution [7], to
retrieve fine-grained information from the low-level cache
lines. We will discuss more details in the next section.

III. DATA OBLIVIOUS SOLUTIONS FOR SIDE CHANNEL
PROTECTION

A. Threat Model

Users may run confidential computation tasks in an un-
trusted cloud server, where the server’s OS or hypervisor can
be compromised. The goal is to preserve data and program’s
integrity and confidentiality while availability is out of con-
cern. A typical TEE, such as Intel SGX, provides a hardware-
protected memory area, i.e., the enclave [13], and guarantees
the integrity of the data and computation running inside the
enclave. While adversaries cannot directly access the enclave,
they can still glean information via side channels, such as
memory access patterns and CPU caches. However, cache-
based attacks target all CPUs (regardless of having TEEs or
not) and thus need manufacturers’ micro-architecture level
fixes. In contrast, the exposure of memory access patterns
is inevitable as enclaves have to interact with the untrusted
memory area. It’s also reasonable to assume that attackers
cannot access the cloud server physically, e.g., attaching a
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Fig. 1: TEE, side channels, and the threat model.

device to the server or touching the motherboard, which
excludes all attacks based on physical accesses. Figure 1
illustrates the threat model.

B. Data Obliviousness

Definition. The execution path and data flow of a (data)
oblivious program do not change with different input data
and parameter settings. When all the steps of an algorithm or
mechanism do not depend on input data, one cannot determine
the nature of the data by observing the steps of that algorithm.
Thus, oblivious solutions can effectively protect from attacks
depending on data-dependent access patterns.

Oblivious Primitives. The goal of developing data obliv-
ious programs is to eliminate any data-dependent operations.
We list the primitives that data oblivious programs heavily
depend on.

• Address-based Access. This operation includes array el-
ement access or data block access. Exposing the position
of accessed data is the fundamental access pattern. A
naive solution is to iterate over the whole data structure to
hide the actual accessed position. In contrast, Oblivious
RAM (ORAM) [18] has been a well-accepted primitive
for more efficiently hiding accessed addresses. It can ef-
fectively reduce the cost of oblivious access to O(logN)
for a structure of N data items. ORAM has been used in
a few TEE-based solutions to hide access patterns.

• Data-dependent Branching. Most programs contain
data-dependent branching statements. Depending on the
different inputs, a program execution may choose dif-
ferent paths, resulting in distinct access patterns. The
following code snippet shows how an attacker can utilize
the branching access pattern.

if (a >= b){
// swap a and b, and
// the page access can be observed.

}else{
// no page access.

}

The common method uses the CPU’s conditional move
(CMOV) instructions to eliminate the branching state-
ments. A simplified example is shown as follows:

//if (a < b) x = a else x = b
CMOVL x, a
CMOVGE x, b

A few studies [3], [30], [33] have used CMOV instruc-
tions to provide code-level obliviousness for branching
statements. Without specific conditional jumps, CMOV
instructions move the source operand to the destination
when a conditional flag is set. However, regardless the
flag is set or not, it reads the source operand. Therefore,
the access to the source operand cannot be used to infer
whether the source is copied to the destination or not.
Ohrimenko et al. [30] also designed library functions
omove and ogreater to wrap up the CMOV instructions
for conveniently converting the branching statements. No-
tably, a completely oblivious branching execution needs
to run both branches and select the desired result with
the above method, which often leads to very high costs.

• Circuit. Circuits are considered a natural way to hide
access patterns, as the circuit execution activates the
gates in a certain order regardless of the input values
[19]. The branching statement is readily implemented
with a bitwise multiplexer. However, oblivious memory
access imposes significant challenges. Many solutions
implement linear scan so far [9], [32], [41], which incurs
very high costs.

• Oblivious algorithms. Task-specific oblivious algorithms
are methods specifically designed to work with a specific
task or a data structure. They work more efficiently
than solutions composed of general primitives such as
ORAM. For example, MergeSort can be converted to be
oblivious by simply replacing every memory interaction
of the merge phase with ORAM and unwinding data-
dependent loops with fixed iteration loops. However, this
direct conversion can be much more expensive than a
specially designed oblivious sorting algorithm, such as
BitonicSort [4]. Similarly, frequently used data-intensive
operations, such as join and group by, can have more
efficient dedicated oblivious versions.

C. Can Data Obliviousness Address TEE Side-channel At-
tacks?

Against Memory Targeted Attacks. Memory-targeted at-
tacks glean and utilize access patterns within the system
memory. TEE applications store data in an encrypted form
outside the TEE. When encrypted messages are accessed from
memory, i.e., between TEE and untrusted memory and even
within TEE, an adversary who controls the operating system
can observe the data access patterns and possibly extract
sensitive information by manipulating page-fault interrupts
[10], [40]. Page-table entries [8]. For distributed data-intensive
applications, Ohrimenko et al. [34] also demonstrated how
sensitive information, such as age group, birthplace, and
marital status, can be extracted from MapReduce programs
by only observing the network flow and memory skew.

These attacks all depend on the differential access patterns
observed via the side channels. For example, an important



step in KMeans clustering is to find the nearest centroid and
update the temporal cluster information for each training data.
A straightforward way of accessing cluster information creates
data-dependent branching based on cluster ids. If each cluster
object resides in separate memory pages, an attacker can
exploit cluster id-dependent branches by observing memory
page access patterns. Thus, the adversary can estimate the
cluster size, which may be sensitive to the user. However,
a simplified oblivious version of this step hides the secret
dependent branch by accessing each cluster object with a
CMOV operation. Thus, the attacker cannot distinguish which
cluster-id is being updated for the training data.

Against Cache Attacks. Cache-based side-channel attacks
[27] had been long exploited before TEE became popular.
The basic mechanism of cache attacks remains the same for
systems with or without TEE. The main idea of the cache
attack is to load the system memory into the CPU cache and
perform a time analysis by loading different byte values to
retrieve the value of the previously loaded memory, such as
Prime+Probe [24] and Flush+Reload [48] methods.

Like regular applications, TEE is also vulnerable to cache-
based side-channel attacks. Since the last level cache (LLC) is
a shared resource, an attacker can exploit fine-grained infor-
mation at a specific stage of the program by probing the data
access time in each cache line. However, in a data-oblivious
algorithm, all the steps and data accesses are fixed. Thus, an
attacker cannot distinguish the secret value and dummy access
from the cache-level timing at a given time. For example, a
cache attack cannot distinguish the secret-dependent block IDs
or block data from dummy ones if accessed through oblivious
RAM [2], [36].

Against Micro-architectural Attacks. Some powerful at-
tacks exploit the CPU’s micro-architecture to retrieve secrets
from TEE applications. Foreshadow [7] exploits meltdown-
type [22] attacks on TEE applications. Load Value Injection
(LVI) [43] is the most recent attack on Intel SGX that suc-
cessfully retrieves the secrets from the victim’s Enclave within
the victim’s address space. The CPU’s micro-architectural
buffer must be prepared with some attacker-controlled secret
value to perform the LVI attack. These attacks are powerful
enough to extract plain text information from the TEE without
physical access. Manufacturers have issued microarchitectural-
level firmware patches for some [7], [43] of these attacks.

However, not all micro-architectural attacks can be pre-
vented from firmware-level patches. Some micro-architectural-
level attacks still utilize access patterns. For example,
Bulck et al. [45] show that, by exploiting the timing of
micro-architectural instructions, attackers can observe secret-
dependent branches at the CPU instruction level. This type
of micro-architectural-level attacks cannot succeed if the ap-
plication developer hides the data-dependent branches with
oblivious solutions. Therefore, oblivious programs can still
help mitigate these attacks.

IV. MAKING YOUR PROGRAM OBLIVIOUS

While the fundamentals of data-oblivious operations are
clear, developing a practical solution is challenging for several
reasons. First, it requires the developer to have basic knowl-
edge of every data-dependent part of their programs and the
risk of leaking a particular access pattern. Second, converting
the program to an oblivious one can be complex and error-
prone. We investigate the existing candidate approaches and
summarize the following four most representative ones for
developing oblivious solutions: (i) manual composition (or
manual approach), (ii) compiler approach, (iii) circuit ap-
proach, and (iv) framework approach.

A. Manual Composition

In manual composition, developers need to learn all the
knowledge of sensitive access patterns and the methods of
converting them to be oblivious. These approaches may vary
depending on the applications’ related access pattern problems.
The key challenges of this approach are to manually analyze
the access pattern problem for every line of the code and
replace the vulnerable parts with their oblivious alternatives.
Developers may also need to experiment with different obliv-
ious primitives to determine the most efficient one. It’s also
necessary to verify whether the conversion is complete with a
tool such as ObliCheck [42].

Several problem-specific manual compositions have been
reported to address the access-pattern based attacks on TEE
applications. To protect the random access over block data
in untrusted memory, the developer can implement Oblivious
RAM that works with TEE, e.g., ZeroTrace [2], [36], that
hides which block is read or written by shuffling memory
blocks during each access. Other problem-specific algorithms
have also been used to hide access patterns of specific tasks,
such as Oblivious Sorting [4], Oblivious Filter [50], Oblivious
Join [21], etc. CMOV-based oblivious branching is also ac-
tively applied in developing specific machine algorithms [29]
and addressing the in-enclave access patterns [3], [36], with
wrapped functions such as oblivious move, greater, swap, etc.

Manually applying oblivious solutions enables the designing
of both memory and performance-efficient application. How-
ever, manually analyzing sensitive data access and code vul-
nerabilities and applying oblivious solution is time-consuming,
domain-expertise demanding, and sometimes error prone. De-
velopers may utilize existing oblivious libraries [12] to reduce
manual efforts.

B. Compiler Approach

Compiler techniques (e.g., static code analysis) can be used
to minimize manual efforts. The current compiler approaches
for generating oblivious code follow two directions: automate
the manual composition approach, and hide code and data
access patterns via randomization.

The first category of approaches includes Raccoon [33]
and Ghostrider [23] for automating the manual process. They
utilize static code analysis to detect vulnerabilities, i.e., the
primitive operations that need to be obfuscated, and then



apply suitable oblivious measures, as we have discussed in the
manual approach. They also use a few methods to optimize
performance. For example, they often provide an option to
allow developers to annotate the parts to be obfuscated; based
on the array size, the compiler can decide to use linear scan
or ORAM to hide the accessed element.

Another compiler approach is to randomize access patterns
and program execution paths [1], [6], [31] by using primitives
like ORAMs. For example, Obfuscuro [1] divides the memory
and code pages into two classes and achieves obliviousness
via ORAM. Similarly, Dr. SGX [6] and CoSMIX [31] also
use data randomization techniques to achieve fully automated
memory obfuscation. The non-deterministic run-time access
patterns successfully hinder the adversary from extracting any
information.

These approaches are mostly experimental, not fully achiev-
ing the design goal yet. First, while the compiler approach
avoids most manual efforts, it may not generate the most
efficient oblivious solution. In particular, the randomization
approach often results in significantly high costs. Second,
since the compilers depend on static analysis to identify the
sensitive code blocks, they may apply unnecessary obfuscation
due to a lack of context awareness and the limitation of static
analysis tools. Son et al. [42] showed how static analysis-based
methods failed to recognize standard oblivious algorithms
and were marked as non-oblivious, leading to unnecessary
obfuscation in the mitigation phase.

The ultimate goal of the compiler approach is to entirely
free developers from complex and expensive manual efforts,
which is appealing. Unfortunately, existing compilers have not
reached the goal yet. In fact, we could not find a stable open-
source implementation for any of the mentioned approaches.
Nevertheless, we still believe this is a promising direction.

C. Circuit Approach

In many cryptographic approaches [20], [25], circuits have
been used as a building block for secure evaluation. Boolean
circuits are naturally oblivious as they execute all the paths
[32], [41]. Since automated program-to-circuit conversion
tools have been built for the cryptographic approaches, such
as ObliVM [23], CircC [32], and HyCC [9], we wonder
whether this approach can also be a candidate for TEE-based
applications.

Cryptographic circuit compilers ensure many things, includ-
ing variable mutations, conditional branching, loops, loops
with breaks, early returns, and random array access, are
oblivious. We briefly describe some of the key features:

• Variable Mutations. In a regular program, the value of a
variable can be updated; however, in Boolean circuits,
values are mutation free. When required to update a
variable, it uses versions of the variable. For example,
if the previous value of x was zero and then assigned to
ten, it will be converted to x0 = 0, x1 = 10.

• Branching. To protect the branching attack, researchers
implement guarded execution, executing both branches
and selecting the result based on condition.

• Loops. In circuits, each gate is executed only once. Thus,
circuits do not have any loops. Compilers unroll the loops
to linear execution for bounded iterations. If you do not
provide a bound, it will unroll the loop up to the size of
data types. For example, a byte-type loop variable will
unroll for 256 iterations.

• Loops with breaks. Loops with breaks are common in
programming. While older compilers do not support
break statements, modern compilers support break/con-
tinue commands. In short, compilers use a similar ap-
proach that resolves conditional branching. Expressly,
compilers turn the loop into a breakable block. When
there is a breakable block, it will execute all iterations,
except it will use guarded execution to hide which value
will be chosen last.

• Random Array access. That array access depends on the
input. It requires O(n) operations. Since the value is not
constant, array access is implemented using an n-sized
multiplexer with the index as the multiplexer selector.

Cryptographic circuit compilers such as CircC [32] and
HyCC [9] can convert regular C programs to executable C
circuit programs. However, very few TEE-related studies [16],
[38] have applied circuits as an access pattern protection
mechanism. We show in experiments that the performance can
be a significant concern due to three reasons (1) the extensive
uses of the above methods to ensure obliviousness; (2) the size
of the generated circuit is large, proportional to the input data
size; (3) executing a circuit in a software mode is inherently
slow.

D. Framework Approach

For TEE-based data-intensive applications, the framework
approach can be a valid candidate [3], [15], [29], [37], [50]. We
refer “framework” here to the well-known big data processing
frameworks, such as MapReduce [14] and Spark [49]. We have
witnessed two types of framework approaches.

The first type aims to extend the big data frameworks to
take advantage of TEEs, which will have to handle side-
channel attacks, as well. VC3 [37] applied this strategy for
modifying the Hadoop [46] system. M2R [15] targets the
problem of access-pattern leakage in the shuffling phase of
VC3 and proposes to use the oblivious schemes for shuffling.
Another significant work, Opaque [50], tries to revise Spark
for SGX. They focus on the data access patterns between
computing nodes, illustrate how adversaries can use these to
infer sensitive information in the encrypted data and design
data-oblivious methods to address these attacks. These frame-
works have a shared weakness: only a few data processing
components of the framework were moved to the TEE, leaving
most parts of the framework in untrusted areas under serious
threats. However, re-implementing the frameworks with the
data obliviousness guarantee is too expensive to be practical.

The second type of framework approach utilizes a data-
intensive framework to simplify the development of data
oblivious solutions. Specifically, the framework serves as
the middleware to hide the complexity of data-oblivious



processing. The developer only needs to spend much less
effort implementing data-oblivious TEE applications. SGX-
MR [3] utilizes the MapReduce processing model to regulate
application dataflow so that the framework can integrate the
application-independent data-oblivious protection mechanisms
in the framework code to protect any data mining algorithms
that can be cast to the MapReduce framework. Developers
only need to handle a much smaller number of and often
simpler access patterns in the application-specific map and
reduce functions.

This framework approach has a few unique benefits: (1) It
significantly reduces the complexity of the manual approach
for data-intensive processing; (2) It can integrate both the latest
big-data processing techniques and data-oblivious solutions at
the framework level, which is transparent to developers; (3) It
can incorporate data-intensive optimization techniques in the
framework implementation, e.g., most block-based operations.
Thus it can be more efficient than directly applying fully
automated compiler or circuit approaches that are unaware of
data-intensive features.

We use Table I to summarize the four approaches qual-
itatively in terms of ease of use, performance, and unique
features. In experiments, we will see more quantitative results.

TABLE I: Summary of existing data oblivious solutions.

Method Easy use Performance Other features
Manual Low High Require expertise,

time consuming
Compiler High Mid May incur unnecessary

obfuscation
Circuit Mid Low compilation very slow,

circuit size greater than data
F/W High High only domain specific

functionalities

V. EXPERIMENTAL EVALUATIONS

The experimental evaluation has the following goals.
• Observe how different conversion approaches perform on

the primitive operations, which are the building blocks
of an oblivious program. These operations include (i)
oblivious data access, (ii) oblivious branching, and (iii)
basic oblivious algorithms, such as sorting. The primitive
operations will be discussed under compute-intensive and
data-intensive workloads.

• Understand how the oblivious programs generated with
different approaches perform. We evaluate the perfor-
mance with compute-intensive and data-intensive bench-
mark applications.

• Investigate the ease of use, i.e., the developers’ efforts,
via multiple measures, e.g., the line of code (LOC), the
number of sensitive code blocks susceptible to access
pattern leakages, and LOC overhead to achieve mitigation
techniques.

A. Experiment Setup

The experiments were conducted on a Linux machine with
an Intel(R) Core(TM) i7-8700K CPU of a 3.70GHz processor

and 16 GB of DRAM. The TEE environment is Intel SGX
v1.0, and the Linux version is Ubuntu 22.04.

Approach Implementation. The unprotected approach is
the simple implementation without considering obliviousness.
The manual composition approach has used the following
primitive operations: linear scan and ORAM for random array
accesses, the omove/ogreater functions [3], [29], [36] for
oblivious branching, and BitonicSort for sorting, to convert the
implementation. We used ZeroTrace’s open-source implemen-
tation for ORAM on SGX, and the HyCC circuit generator [9]
to convert a plain implementation to a circuit for the circuit-
based evaluation. For data-intensive applications, we adopted
the SGX-MR framework in the evaluation. Unfortunately, we
could not find a working open-source implementation for the
published compiler approaches. Due to the sheer complexity
of implementing such a compiler, we have not included the
compiler approach in the evaluation.

• Oblivious Operations. We evaluate the three basic obliv-
ious operations: random array access (block access in
data-intensive workloads), branching, and sorting. This
evaluation should help understand the performance of
each approach at low-level operations.

• Sample Applications. In addition to the basic oblivi-
ous operations, we also include four applications for
compute-intensive and data-intensive workloads, two for
each category respectively. Each application will be a
certain blend of primitive oblivious operations. (1) The
compute-intensive applications include the Edit Distance
computation for varying lengths of strings, which has a
complexity of O(N2) for the string length N , and the
All-Pair Shortest Path algorithm, Floyd-Warshall, with
a complexity of O(N3) for N nodes in the graph. (2)
The data-intensive applications include the WordCount
and KMeans clustering algorithms.

In the following, we will organize the results in terms of
compute-intensive and data-intensive workloads. The primitive
operations are discussed under each category correspondingly.

B. Results for Compute-Intensive Workloads

Compute-intensive workloads use a relatively small dataset
that can be fit into the TEE memory. We choose three basic
operations and then two well-known applications to evaluate
the performance of different oblivious methods.

Random Array Access. Accessing array elements is one
of the basic operations of most applications. Figure 2(a)
shows the execution time of various oblivious implementa-
tion methods. First, the expenses of all oblivious solutions
are significantly higher than the unprotected version. ORAM
shows performance advantages over linear scans for larger
sizes. For smaller sizes, ORAM’s maintenance cost becomes
relatively high, resulting in higher overall costs than linear
scans. The circuit version of array access also uses linear
scans. However, executing a circuit at the software level is
clearly very inefficient regardless of the array size.

Branching. We design a benchmark program to evaluate
the impact of oblivious branching. In a loop, a branching
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Fig. 2: Performance evaluation of in-memory core operations.

statement decides to execute one of the two functions: one
with a low cost and the other with a high cost. We repeated the
experiments a few times. Naturally, the unprotected version’s
performance varies over different runs. Figure 2(b) shows
that the manual approach, which uses CMOV instructions,
is relatively efficient. However, the circuit approach shows
multiple orders of magnitude higher costs.

Sorting. The manual approach adopts BitonicSort. Since
the circuit approach can convert any algorithm to its oblivious
version, we have considered different sorting algorithms for
the circuit approach. It turns out BitonicSort is also the
most efficient one in circuit form. Figure 2(c) shows the
manual approach is much faster than the circuit approach on
BitonicSort.

Edit Distance. Edit distance uses dynamic programming to
compute the distance between two sequences, whose complex-
ity is O(N2) for sequences of length N . It’s a typical high-
complexity algorithm working with a relatively small amount
of memory. In Figure 3(a), we notice that the manual method is
close to the unprotected version, but again the circuit approach
is much more expensive than others.

All-pair shortest path. The all-pair shortest path Floyd-
Warshall algorithm is expensive with a complexity of O(N3)
for N nodes. Figure 3(b) shows the manual approach is signif-
icantly slower than the unprotected one, but at a manageable
scale. In contrast, the circuit approach is too expensive to
handle larger N .

C. Results for Data-intensive Workloads
For data-intensive workloads, we evaluate two basic oper-

ations: block-level random access and block-based external
sorting. In application-based evaluations, we also include the
framework approach: SGX-MR.

Random block access. Similar to the evaluation on array
access, we include linear scan and ORAM methods for the
manual approach. Figure 4(a) clearly shows the manual-
ORAM approach performs much better. However, due to the
large data size, the gap between oblivious approaches and the
unprotected is also large.

Block-based External Sorting. Next, we implement block-
level sorting to understand the sorting cost in block-level

operations. We used 1-KB blocks filled with string data. The
manual approach adopts a block-level BitonicSort algorithm
with oblivious in-block operations [3], while the circuit ap-
proach converts the block-level BitonicSort algorithm. In Fig-
ure 4(b), we observe that the circuit approach is still orders of
magnitude higher than the manual approach, while the manual
approach is about ten times slower than the unprotected one.

WordCount. For application-level evaluation, we take a
fixed amount of input, 500 1KB blocks, each of which is
filled with random text. As the MapReduce-based solution
is the most efficient one for the WordCount problem, the
manual approach essentially duplicates the processing encoded
in the framework of SGX-MR, which uses BitonicSort for
the intermediate sorting of word-count pairs. As a result, the
manual approach has an almost identical cost to the SGX-
MR approach. Certainly, SGX-MR significantly simplifies the
developer’s coding efforts. Again, the circuit approach is too
expensive to be a practical solution.

KMeans. We use 4000 1k data blocks consisting of 34×104
records and five clusters. Due to the small number of clusters,
we use hash and ORAM for aggregation (check Appendix A),
which appears more efficient than sorting-based aggregation in
SGX-MR. Figure 5(b) shows this manual approach performs
best among the candidate techniques.

D. Developers’ effort to achieve data oblivious solutions
We are also curious about how easy a developer can use

each of these approaches. This evaluation does not include
the extra time learning the different approaches – apparently,
developers need to take a significant amount of time to learn
the manual approach and the framework approach.

Instead, we look at the result of developing the evaluated
applications to understand the difficulty levels of using differ-
ent approaches. We also assume developers will use a library
of oblivious primitives, e.g., ORAM, oblivious branching, and
oblivious sorting. The use of library will also significantly
reduce the line of code (LOC) for the manual and framework
approaches.

Table II summarizes the additional effort a developer need
to achieve data oblivious applications. In the following we will
discuss the compared data oblivious strategies.
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Fig. 3: Performance evaluation of compute-intensive applications.
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Fig. 4: Performance evaluation of core operations for data-intensive applications.

• Manual Composition. Manual composition requires do-
main knowledge on TEE side channels. The table shows
the manual approach requires identifying one to six
sensitive code segments and hiding the access pattern
with data-oblivious alternatives. This approach requires
the developer to write more lines of code than other
approaches, even when the oblivious library is used.

• Circuit. The circuit approach is fully automated, and the
developer does not need to do any additional work.

• Framework. With a framework like SGX-MR, the devel-
oper only focuses on small pieces of application-specific
code, such as the map and reduce functions, dramatically
reducing the developer’s burden compared to the manual
approach. The framework software contains fully opti-
mized oblivious code that is transparent to developers
and shared by all SGX-MR applications. Table II shows
by using SGX-MR for framework-level protection, the
developer does not require any LOC overhead for word

count, and for KMeans developer only needs to add six
lines of code to solve one access pattern issue.

Overall, the circuit approach is the easiest to use as it
does not require any additional effort from the developer.
The manual approach involves a lot of efforts in analyzing
the original code and conducting the conversion. In contrast,
the framework approach hides many details with the frame-
work implementation and minimizes the developer’s efforts.
However, it does require the developer to learn to use the
framework first.

VI. CONCLUSION

Data oblivious programs provide excellent defenses against
several side-channel attacks targeting TEE applications. How-
ever, developing oblivious programs is challenging. We have
analyzed four representative approaches that can help develop-
ers convert non-oblivious programs to oblivious ones. Among
these approaches, we consider performance and ease of use
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TABLE II: Summary of developers’ effort to implement the oblivious solutions. The table represents the total line of code as
LOC and the number of access-pattern sensitive segment in the code as AP. LOC-overhead means the lines used to achieve
data obliviousness.

Application Manual Circuit Framework
LOC LOC-Overhead AP LOC LOC-Overhead AP LOC LOC-Overhead AP

Edit Distance 58 28 4 48 0 - - - -
All-Pair Shortest Path 47 15 1 36 0 - - - -

Word Count 277 21 6 155 0 - 22 0 0
KMeans 330 24 4 263 0 - 58 6 1

(and possibly readiness to use) are critical measures. Our
experimental results show that: (1) The manual composition
approach gives the best performance guarantee, while devel-
opers must fully understand the access pattern of every part
of their code and learn the corresponding conversion method;
(2) The framework approach for data-intensive applications
achieves a good balance between performance and ease of
use; (3) The circuit approach is theoretically sound, but
extremely expensive in practice; and (4) the compiler approach
is promising, but not mature enough for practical use. We
hope our analysis and evaluation will help both practitioners
to decide their solutions and researchers to explore potential
issues.

We consider a few promising research directions. (1) The
compiler approach is the most appealing one, as it aims to
make the conversion process fully transparent to developers
and the converted program to have a good performance close
to the manual composition approach. (2) Another direction
is data oblivious libraries/frameworks and software tools to
automate the conversion process as possible and minimize
the developers’ manual efforts. The framework approach is
an excellent example of this direction.
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APPENDIX A
SAMPLE ORAM-HASH ALGORITHMS



Algorithm 1 Buffer Management for ORAM-Hash algorithms

1: Buffer contains a working block B for new records, and
a cache of m blocks C.

2: Function GetBlock(block id)
3: if block id not in the cache C then
4: decide a block to overwrite with an algorithm like LRU;

the victim block is written back to the output file.
5: new block ← request oram block(block id)
6: add new block to the cache
7: end if
8: block reference ← find the block id in the cache
9: return block reference

1: Function AddRecordToBlock(record)
2: if working block B is full then
3: evict LRU and write out the victim block
4: copy B to the cache
5: clear the working block
6: end if
7: add record to the working block
8: return working block id

Algorithm 2 HashMap-based KMeans in Enclave

1: Function KMeans(centroid file, coordinates file)
2: initialize ORAM and Cache block
3: load initial centroids from centroid file
4: for all block in coordinates file do
5: points ← ParseCoordinates(block)
6: for each pt in points do
7: centroid index ← FindNearestCentroid(pt,

centroids)
8: LocalMap[ centroid index ] ← pt
9: end for

10: combined points← aggregate points under same cen-
troid

11: for each (centroid index, point) in
combined points do

12: if centroid index not not in HashMap then
13: record ← (centroid index, point)
14: id ← AddRecordToBlock(centroid index)
15: HashMap[centroid index] ← id
16: else
17: id ← HashMap[centroid index]
18: block reference ← GetBlock(id)
19: update block in block reference with

(centroid index, point)
20: Write(block)
21: end if
22: end for
23: end for
24: write all blocks from ORAM to centroid file
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