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ABSTRACT
Graph Neural Networks (GNNs) are powerful tools for learning

representations on graphs, such as social networks. However, their

vulnerability to privacy inference attacks restricts their practicality,

especially in high-stake domains. To address this issue, privacy-

preserving GNNs have been proposed, focusing on preserving node

and/or link privacy. This work takes a step back and investigates

how GNNs contribute to privacy leakage. Through theoretical anal-

ysis and simulations, we identify message passing under structural

bias as the core component that allows GNNs to propagate and
amplify privacy leakage. Building upon these findings, we propose

a principled privacy-preserving GNN framework that effectively

safeguards both node and link privacy, referred to as dual-privacy

preservation. The framework comprises three major modules: a

Sensitive Information Obfuscation Module that removes sensitive

information from node embeddings, a Dynamic Structure Debi-

asing Module that dynamically corrects the structural bias, and

an Adversarial Learning Module that optimizes the privacy-utility

trade-off. Experimental results on four benchmark datasets validate

the effectiveness of the proposed model in protecting both node and

link privacy while preserving high utility for downstream tasks,

such as node classification.
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1 INTRODUCTION
In the past few years, Graph Neural Networks (GNNs) have ex-

perienced significant advancements and have found widespread

application across various domains, including critical areas like

financial analysis [5, 48], traffic predictions [9, 40, 42], and drug
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discovery [12]. Despite its superior performance in various learning

tasks, GNN is found to be extremely vulnerable to privacy inference

attacks, such as node attribute inference attacks [10, 49], link in-

ference attacks [45], and membership inference attacks [16, 31, 43].

In response, a surge of privacy-preserving GNNs have been pro-

posed to protect users’ privacy w.r.t., for example, nodes’ sensitive

attributes [17, 51] and/or the link status [15, 45]. Therefore, what

are the specific mechanisms through which GNNs contribute to

the leakage of users’ privacy? Does it primarily stem from imbal-

anced distributions of users’ attributes, biased graph structures, or

a combination of both factors?

While it may seem intuitive that privacy leakage arises from the

divergent distributions of node attributes among different sensitive

groups, the precise impact of graph structures on users’ privacy

leakage remains to be comprehended. GNNs operate through a

message-passing scheme, where node embeddings are acquired

by aggregating and transforming information from neighboring

nodes [13]. This mechanism facilitates the propagation of node fea-

ture information based on the underlying graph structure, thereby

updating node representations across layers. Consequently, it im-

plies that, in addition to the sensitive information present within

individual nodes, a biased graph structure has the potential to

propagate or even amplify such sensitive information, thereby ex-

acerbating the risks of privacy leakage. We refer to it as privacy

under structural bias, which is defined as the difference between

the number of links that connect nodes with the same and different

sensitive attributes (a formal definition is in Def. 1). Real-world

graphs exhibit inherent structural biases due to phenomena like

homophily [22, 52] and the Matthew effect [30]. In the presence

of structural bias, as illustrated in Figure 1, we observe that mes-

sage passing exacerbates the leakage of both node and link privacy,

which we refer to as dual privacy leakage. Consequently, this study

aims to investigate how message passing leads to privacy leakage

and explore methods for preserving dual privacy in GNNs under

structural bias.

A potential solution involves a three-stage pipeline approach,

starting with debiasing the graph structure and then proceeding

with preserving node privacy and link privacy. However, this ap-

proach isolates node and link privacy preservation, despite their

inherent correlation and their dependence on both node attributes

and graph structures. Both privacy-preserving tasks can mutually

influence each other and contribute to the debiasing process for

graph structures. For instance, to protect users’ gender information,

it is crucial to identify relevant links that may contribute to privacy

leakage, such as connections between users with the same gender

information. Additionally, as the objective is to protect dual privacy,

finding the optimal privacy-utility trade-off becomes more chal-

lenging compared to addressing a single privacy preservation task
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(either node or link privacy). The desired solution should be able to

minimize dual privacy leakage while simultaneously maintaining a

competitive level of utility in downstream tasks.

To tackle these challenges, this study begins by conducting a com-

prehensive theoretical analysis and simulation studies to explore

how privacy leakage is propagated and amplified through message

passing, particularly under structural bias. Building upon these

insights, a principled approach coined Dual Privacy-Preserving

GNN (DPPGNN) is proposed, consisting of three key modules. The

first module is the Sensitive Information Obfuscation Module (SIO),

which aims to protect node-level sensitive attributes by minimizing

the distribution distances between node representations of differ-

ent sensitive groups. The second module is the Dynamic Structure

Debiasing Module (DSD), which dynamically debiases the graph

structure to mitigate dual privacy leakage. This module aims to alle-

viate privacy risks associated with biased connections in the graph.

The third module is the Adversarial Learning Module (ALM), which

employs a min-max game between the graph encoder and an adver-

sary. This module optimizes the trade-off between utility and pri-

vacy by iteratively refining the model’s ability to preserve privacy

while maintaining satisfactory performance in downstream tasks.

DPPGNN provides a comprehensive framework for preserving dual

privacy in GNNs, addressing the challenges posed by structural

bias and the interplay between node and link privacy.

In summary, our main contributions are:

• Problem: We introduce a novel problem of dual-privacy

preservation in GNNs under structural bias. We formulate

the problem and formally define structural bias and measure

both node and link privacy leakage during the message-

passing process.

• Framework: We provide the first theoretical analysis and

simulation studies to show that message passing propagates

and amplifies both node and link privacy leakage under

a biased graph structure. We further propose a principled

privacy-preserving GNN framework that aims to debias

structure and together protect node and link privacy while

maintaining competitive performance in downstream tasks.

• Evaluation: We compare DPPGNN with the state-of-the-

art privacy-preserving GNNs (SOTA) on four benchmark

datasets. The experimental results show that DPPGNN shows

strong dual privacy-preserving capability and competitive

model utility.

2 NOTATIONS
We first introduce the basic notations used throughout the rest of

the paper. Let G = (V, E) denote an undirected attributed graph,

where V = {𝑣1, ..., 𝑣𝑁 } is the set of 𝑁 nodes and E ⊆ 𝑁 × 𝑁

is the set of edges. We use X ∈ R𝑁×𝐷
to denote node attribute

matrix, where x𝑖 ∈ R𝐷 denotes the 𝐷−dimensional attributes of

the 𝑖-th node. A ∈ R𝑁×𝑁
is the adjacency matrix, where A𝑖 𝑗 = 1

if an edge exits between node 𝑣𝑖 and 𝑣 𝑗 ; otherwise A𝑖 𝑗 = 0. D
denotes the degree matrix of graphs, which is used for calculat-

ing the normalized adjacency matrix Ã. Y𝑢 = {𝑦𝑢,1, ..., 𝑦𝑢,𝑁 } and
Y𝑠 = {𝑦𝑠,1, ..., 𝑦𝑠,𝑁 } denote node utility (𝑢) labels and sensitive at-

tributes (𝑠), respectively. Utility label set and sensitive label set are

denoted as Y𝑢 = {1, ..,𝐶𝑢 } and Y𝑠 = {1, ..,𝐶𝑠 }, where 𝐶𝑢 and 𝐶𝑠

represent the number of classes of utility attribute and sensitive

attribute, respectively. A node embedding function ℎ𝜙 maps in-

put node features X to latent representations Z ∈ R𝑁×𝑀
, where

z𝑖 = ℎ(x𝑖 ,A) is the 𝑖-th node’s embedding and𝑀 is the dimension

of each node’s latent embedding. 𝑓𝜓 : R𝑀 → R denotes the func-

tion used for approximating Wasserstein distance, parameterized

by 𝜓 . 𝑔𝜃 : R𝑀 → R𝐶𝑢
denotes the function used for predicting

utility attributes from latent embeddings Z, parameterized by 𝜃 .

𝑔𝜔 : R𝑀 → R𝐶𝑠
denotes the function used for predicting sensitive

attributes from Z, parameterized by 𝜔 .

3 MESSAGE-PASSING IN PRIVACY LEAKAGE
In this section, we provide the first theoretical analysis and simula-

tion studies to show that under structural bias, the message-passing

scheme will propagate privacy leakage on graphs, and particularly

amplify both node and link privacy leakage.

3.1 Problem Setup
Different from conventional privacy-preserving machine learning

where samples are independent, the nodes are connected in a graph

and their relationships can introduce structural biases due to graph

properties such as homophily and the Matthew effect. We start with

a formal definition of structural bias on graphs:

Definition 1 (Structural Bias). Given a graph G = (V, E)
and sensitive attribute 𝑠 , structural bias 𝐵 is defined as follows:

𝐵 =
1

|V|
∑︁
𝑣∈V

���� |{𝑢 |𝑢 ∈ N𝑣, 𝑠𝑢 = 𝑠𝑣}| − |{𝑢 |𝑢 ∈ N𝑣, 𝑠𝑢 ≠ 𝑠𝑣}|
|N𝑣 |

���� , (1)

whereN𝑣 is the set of neighbors of node 𝑣 . A larger 𝐵 ∈ [0, 1] implies
a more biased graph structure.

Based on this definition, structural bias measures the disparity

between intra-links and inter-links which are defined w.r.t. sensitive

attribute as follows:

Definition 2. Given the sensitive attribute 𝑠 and a link 𝑒 con-
necting two nodes 𝑢 and 𝑣 : (1) 𝑒 belongs to intra-links if 𝑠𝑢 = 𝑠𝑣 ;
(2) 𝑒 belongs to inter-links if 𝑠𝑢 ≠ 𝑠𝑣 .

We also need to measure the privacy leakage during the GNN

graph learning process. Intuitively, when distributions of differ-

ent sensitive groups are farther apart, it is easier for an attacker

(e.g., a sensitive attribute predictor or link predictor) to infer users’

sensitive attributes and link status as users from different sensi-

tive groups have more distinct features. Formally, we propose to

measure privacy leakage on graphs as

Definition 3 (Measurement of Privacy Leakage on Graphs).

Given the binary sensitive attribute vector 𝑠 , node representations of
sensitive groups 𝑠0 and 𝑠1 follow distributions P0 and P1, respectively,
privacy leakage is measured by the distance between P0 and P1.

Note that this definition can be generalized to multi-class sensi-

tive attributes. The majority of privacy-preserving GNNs use infer-

ence accuracy of sensitive attributes and links as proxies to quantify

privacy leakage. However, these empirical metrics, which will be

used in our simulation study in Sec. 3.3, are incapable to measure

the privacy leakage before and after the process of message passing
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male 𝑠𝑐𝑜𝑟𝑒 = 𝑧2 9 𝑚𝑎𝑙𝑒_𝑙𝑎𝑏𝑒𝑙 = 0.75, 1.066 9 01 = 1.066

female 𝑠𝑐𝑜𝑟𝑒 = 𝑧2 9 𝑓𝑒𝑚𝑎𝑙𝑒_𝑙𝑎𝑏𝑒𝑙 = 0.75, 1.066 9 10 = 0.75

link 𝑠𝑐𝑜𝑟𝑒 = 𝑧3 9 𝑧2 ≈ 0.908

male 𝑠𝑐𝑜𝑟𝑒 = 𝑥2 9 𝑚𝑎𝑙𝑒_𝑙𝑎𝑏𝑒𝑙 = 0.5, 0.5 9 01 = 0.5

female 𝑠𝑐𝑜𝑟𝑒 = 𝑥2 9 𝑓𝑒𝑚𝑎𝑙𝑒_𝑙𝑎𝑏𝑒𝑙 = 0.5, 0.5 9 10 = 0.5

link 𝑠𝑐𝑜𝑟𝑒 = 𝑥3 9 𝑥2 ≈ 0.707

1

2
4

3 5

(male)

(male)

(concealed)

[0, 1]
[0, 1]

[0.5,0.5]

𝑚𝑒𝑠𝑠𝑎𝑔𝑒 𝑝𝑎𝑠𝑠𝑖𝑛𝑔
(female)
[1, 0]

𝑍 = Y𝐴𝑋node	feature

𝑥3 = [0, 1]

𝑥2 = [0.5, 0.5]

node

link

node

link

1

2
4

3 5

(male)
(male)[0.204, 1.112]

[0.75,1.066]
node	feature

𝑧3 = [0.204, 1.112]

𝑧2 = [0.75, 1.066]

Figure 1: The illustration of dual privacy leakage via message passing under structural bias in GNNs. Each node is a user with a
binary sensitive attribute gender. Users who disclose their gender have features [1, 0] (female) or [0, 1] (male). The target user’s
(node 5) dual privacy needs to be preserved. For privacy preservation, we can mask his gender information as [0.5, 0.5]. The
structure is biased as most of target user’s neighbors have the same gender. After the message passing, his gender becomes
more predictable (node privacy leakage) and his link to user 4 becomes more evident (link privacy leakage). In particular, the
dot product of his updated feature and the male label increases from 0.5 to 1.066, indicating exacerbated node privacy leakage.
Further, a simple way for the attacker to infer the link status between users 4 and 5 is to calculate the dot product of user
features as belief score. A higher belief score implies a higher confidence in the existence of the link. We observe that, after the
GCN-like message passing, the belief score increases (0.707 → 0.908), suggesting an increased risk of link privacy leakage.

(a)	Link-level	Privacy (b)	Node-level	Privacy

Figure 2: Simulation results. A larger accuracy indicates a
more severe node and link privacy leakage.

in GNNs. To our knowledge, this is the first attempt to quantify

the privacy leakage of message passing during the graph learning

process. Other measurements will be explored in the future.

3.2 Theoretical Analysis
To enable the theoretical analysis, we use the random graphs gen-

erative framework proposed in [8]. From a mathematical perspec-

tive, random graphs are often used to answer questions about the

properties of typical real-world graphs [19]. We consider graphs

G′ ∼ (𝑛, 𝑝, 𝑞, 𝑘, 𝜇) with 𝑛 nodes, each having a 𝑘-dimensional fea-

ture vector x and a binary sensitive attribute 𝑠 . The feature vectors

are sampled differently depending on 𝑠: for nodes with sensitive

attribute 𝑠0 (i.e., 𝑠 = 0), each dimension of x follows N(−𝜇, 1),
whereas for nodes with 𝑠 = 1, each dimension of x follows N(𝜇, 1).
To integrate a biased graph structure in G′

, we construct edges

using two kinds of probabilities: an intra-link probability 𝑝 and an

inter-link probability 𝑞. Specifically, if the sensitive attributes of

two nodes have the same value, an edge between them is generated

with the probability 𝑝 , otherwise, with the probability 𝑞.

Specifically, given a graph G′ ∼ (𝑛, 𝑝, 𝑞, 𝑘, 𝜇), node features for
each sensitive group follow the Normal distribution as follows:

x0 ∼ N(𝜇𝑥0 , Σ), x1 ∼ N(𝜇𝑥1 , Σ) . (2)

where Σ ∈ R𝑘×𝑘 denotes the covariance matrix and Σ[𝑖, 𝑖] = 1;

𝜇𝑥0 , 𝜇𝑥1 ∈ R𝑘 with 𝜇𝑥0 [𝑖] = −𝜇, 𝜇𝑥1 [𝑖] = 𝜇 (0 ≤ 𝑖 < 𝑘). Without

loss of generality, Bhattacharyya distance [3, 4] is adopted as the

metric for the distribution distance measurement in this section

for convenience. Lemma 3.1 shows its application in the case of

multivariate normal distribution.

Lemma 3.1. Given two multivariate normal distribution 𝑝1 ∼
N(𝜇1, Σ1) and 𝑝2 ∼ N(𝜇2, Σ2), the Bhattacharyya distance between
𝑝1 and 𝑝2 is given as

𝐷𝐵 (𝑝1, 𝑝2) =
1

8

(𝜇1 − 𝜇2)𝑇 Σ−1 (𝜇1 − 𝜇2) +
1

2

ln ( detΣ
√
detΣ1detΣ2

),

where Σ =
Σ1+Σ2

2
.

Following Definition 3, the privacy leakage (PL) before propaga-
tion in GNNs can be quantified as:

𝑃𝐿 = 𝐷𝐵 (x0, x1) =
1

8

·
𝑘∑︁
(2𝜇)2 = 𝑘

2

𝜇2 . (3)

Considering a standard message passing Z = ÃX where Ã is the

normalized adjacency matrix with self-loop [23], the representation

of node 𝑢 after propagation can be written as:

𝑧𝑢 =
1

|N𝑢 |
𝑥𝑢 +

∑︁
𝑣∈N𝑢 ,𝑠𝑢=𝑠𝑣

1√︁
|N𝑢 | |N𝑣 |

𝑥𝑣 +
∑︁

𝑣∈N𝑢 ,𝑠𝑢≠𝑠𝑣

1√︁
|N𝑢 | |N𝑣 |

𝑥𝑣,

(4)

whereN𝑢 denotes the set of neighboring nodes of node𝑢, 𝑠𝑢 denotes
the sensitive group of node 𝑢. Thus node representations of each

sensitive group after the propagation follow distributions:

z0 ∼ N(𝜇𝑧0 , Σ𝑧0 ), z1 ∼ N(𝜇𝑧1 , Σ𝑧1 ), (5)

where

𝜇𝑧0 [𝑖] = − 𝜇

|N𝑢 |
−

∑︁
𝑣∈N𝑢 ,𝑠𝑢=𝑠𝑣

𝜇√︁
|N𝑢 | |N𝑣 |

+
∑︁

𝑣∈N𝑢 ,𝑠𝑢≠𝑠𝑣

𝜇√︁
|N𝑢 | |N𝑣 |

,

𝜇𝑧1 [𝑖] =
𝜇

|N𝑢 |
+

∑︁
𝑣∈N𝑢 ,𝑠𝑢=𝑠𝑣

𝜇√︁
|N𝑢 | |N𝑣 |

−
∑︁

𝑣∈N𝑢 ,𝑠𝑢≠𝑠𝑣

𝜇√︁
|N𝑢 | |N𝑣 |

,

and

Σ𝑧0 [𝑖, 𝑖] = Σ𝑧1 [𝑖, 𝑖] =
1

|N𝑢 |2
+

∑︁
𝑣∈N𝑢

1

|N𝑢 | |N𝑣 |
(0 ≤ 𝑖 < 𝑘) .

Considering the generation process of synthetic graphs, for each

node, the size of neighboring nodes set could be approximated
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as 𝑛(𝑝 + 𝑞); a proportion of
𝑝
𝑝+𝑞 of its neighbors shares the same

sensitive group as itself, and a proportion of
𝑞
𝑝+𝑞 of neighbors

belongs to the opposite sensitive group. Thus 𝜇𝑧0 and 𝜇𝑧1 could be

further written as:

𝜇𝑧0 [𝑖] =
𝑛(𝑞 − 𝑝) − 1

𝑛(𝑝 + 𝑞) · 𝜇, 𝜇𝑧1 [𝑖] =
𝑛(𝑝 − 𝑞) + 1

𝑛(𝑝 + 𝑞) · 𝜇. (6)

Similarly, we could simplify Σ𝑧0 and Σ𝑧1 as:

Σ𝑧0 [𝑖, 𝑖] = Σ𝑧1 [𝑖, 𝑖] =
1 + 𝑛(𝑝 + 𝑞)
𝑛2 (𝑝 + 𝑞)2

(7)

where 0 ≤ 𝑖 < 𝑘 . Using Lemma 3.1, privacy leakage after message

passing can be quantified as:

𝑃𝐿′ = 𝐷𝐵 (z0, z1) =
𝑘

2

𝜇2 · 𝑛(𝑝 + 𝑞) (𝑛𝑝 − 𝑛𝑞 + 1)2
1 + 𝑛(𝑝 + 𝑞) . (8)

We can then have the following proposition:

Proposition 3.2. Given a graph G′ ∼ (𝑛, 𝑝, 𝑞, 𝑘, 𝜇),
(1) privacy leakage in GNNs is exacerbated after a standard GCN-like
message passing if the structural bias 𝐵 is above a threshold, i.e.,

Δ𝑃𝐿 = (𝑃𝐿′ − 𝑃𝐿) > 0, if 𝐵 >

√︁
𝑛2 (𝑝 + 𝑞)2 + 𝑛(𝑝 + 𝑞) − 𝑛(𝑝 + 𝑞)

𝑛2 (𝑝 + 𝑞)2
.

(2) when 𝜇 and 𝑘 are fixed, a larger structural bias 𝐵 leads to more
severe privacy leakage Δ𝑃𝐿, i.e.,

If 𝐵1 > 𝐵2, then Δ𝑃𝐿1 > Δ𝑃𝐿2 .

The detailed proof is given in Appendix A. Proposition 3.2 sug-

gests that (1) the message-passing scheme amplifies privacy leakage

when the structural bias exceeds a certain threshold; and (2) after

exceeding the threshold, privacy leakage grows with increasing

structural bias. This result implies that message-passing process

in GNNs propagates and embeds sensitive information into node

representations. Attackers can then infer sensitive attributes and

the link status from the learned node representations.

3.3 Simulation Study
We further conduct a series of simulation studies to support our

theoretical analysis. We measure node-level and link-level privacy

leakage using standard metrics: sensitive attributes inference ac-

curacy and link prediction accuracy. A larger accuracy indicates

a more severe privacy leakage. For synthetic graphs generation,

we set 𝑛 = 1000, 𝑘 = 4, and vary the values of 𝑝 , 𝑞, 𝜇. Specifically,

to generate graphs with different levels of structural bias, we vary

(𝑝, 𝑞) among {(0.08, 0.02), (0.07, 0.03), (0.065, 0.035), (0.06, 0.04),
(0.055, 0.045),(0.05, 0.05)}, and a larger |𝑝 − 𝑞 | yields graphs with
larger structural bias. We also examine how the distance between

distributions of node attributes for two sensitive groups influences

privacy disclosure on graphs. In particular, we vary 𝜇 among {0,
0.15, 0.25, 0.5, 0.75, 1}, and a greater 𝜇 indicates a larger distribution
distance between two groups.

We use a one-layer GCN combined with a multilayer perceptron

as the threat model (i.e., attackers) which is then trained on 60%

of nodes (i.e., training set) whose sensitive attributes are visible to

adversaries. Similarly, the threat model for link privacy is trained on

60% of links (i.e., training set) on the graph visible to the adversary.

Model

Data	Holder

Release

Accessible	to	Adversary

Adversary

attack

atta
ck

attack

Figure 3: Illustration of the attacking setting.

Simulation results are shown in Fig. 2. We observe that (1) a

more biased graph structure leads to both greater node and link

privacy leakage. In addition, privacy leakage w.r.t. link consistently

increases as bias enlarges while that w.r.t. node quickly reaches the

largest. (2) When the structural bias is fixed, with larger values of 𝜇,

i.e., the feature distributions for different sensitive groups are more

distant, both node and link privacy leakage get more severe after

the GNN learning procedure. This implies that message passing in

GNNs can propagate and amplify sensitive information via graph

structure, and our privacy leakagemeasurement in Def. 3 is a proper

indicator of node and link privacy disclosure. Both observations

support the theoretical analysis in Sec. 3.2.

Summary. Both theoretical analysis and simulation studies based

on random graphs suggest that message passing plays a critical role

in the propagation of sensitive information in GNNs and a biased

structure can exacerbate both node and link-level privacy leakage.

Therefore, it is important to preserve dual privacy while accounting

for structural bias given the ubiquity of such biased graph structures

and the wide applications of GNNs in critical domains.

4 PROBLEM FORMULATION
With the amplified dual privacy leakage, this work aims to learn

dual privacy-preserving node representations and a debiased graph

structure in GNNs while maximizing the useful information re-

served for downstream tasks such as node classification.

Definition 4 (Dual-Privacy Preservation under Structural

Bias). Given a graph G = (V, E) with a biased adjacency matrix A
and feature matrix X, we aim to learn a privacy-preserving embed-
ding function ℎ𝜙 : (X,A) → Z and adjacency matrix Ã to achieve
the following two goals: 1○ an adversary cannot easily infer node
sensitive attribute and link status from Z and Ã; 2○ Z and Ã retain
most of the information useful for the downstream task.

Note that this work adopts a black-box attack setting (Fig. 3), i.e.,

the adversary can only access the node embeddings learned via the

graph encoder and has no knowledge of the encoder’s parameters.

5 THE PROPOSED FRAMEWORK
This section details the design of the proposed framework – Dual-

Privacy Preserving GNNs (DPPGNN). We start with an overview

of DPPGNN, followed by introductions to each individual module.

5.1 Overview
Both the theoretical analysis and simulation study in Sec. 3 suggest

that dual-privacy preservation on GNNs under structural bias is

critical. Major challenges are from two aspects: (1) How to alleviate

graph structure bias that exacerbates dual privacy issues in GNNs?
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Figure 4: DPPGNN includes three modules: Sensitive Information Obfuscation (SIO), Dynamic Structure Debiasing (DSD), and
Adversarial Learning Module (ALM). We use gender and hobby as the sensitive and utility attributes, respectively.

Meanwhile, (2) how to achieve a more optimal privacy-utility trade-

off when both node and link privacy shall be guaranteed?

To overcome the first challenge, we first propose to preserve
privacy on graphs by approximating and obfuscating distributions

of node representations for different sensitive groups, and then

dynamically identify the biased structure and reduce their signifi-

cance. This can explicitly reduce the structural bias and preserve

dual privacy. To overcome the second challenge, we design an ad-

versarial learning framework to optimize the utility-privacy trade-

off, striking a balance between preserving privacy and maintaining

competitive utility. In particular, DPPGNN includes the following

three modules: Sensitive Information Obfuscation (SIO) module

aims to obfuscate sensitive information of node representations

learned by the graph encoder. Dynamic Structure Debiasing (DSD)

module dynamically debiases graph structure by reducing the im-

portance of biased structures defined based on sensitive groups. Its

output is a debiased adjacency matrix. Adversarial LearningModule

(ALM) takes input from SIO and plays a min-max game between

the graph encoder and an adversary in an adversarial environment

to achieve a better utility-privacy trade-off.

Note that while we modularize the framework, each component

in DPPGNN is intertwined to together learn privacy-preserving

node representations and debias graph structures. The overall frame-

work is illustrated in Fig. 4.

5.2 Sensitive Information Obfuscation
The SIO Module aims to obfuscate sensitive information embedded

in the learned node representations Z. The basic idea is that the risk
of node privacy leakage increases when distributions of different

sensitive groups are distinguishable and can be easily differentiated

by an attacker. Therefore, SIO first estimates the distributions for

each sensitive group based on the learned node embeddings and

then minimizes their distance.

Following [2], we employ Wasserstein distance and approximate

the distribution distance between different sensitive groups based

on their node representations Z. Let P𝑗 and P𝑘 denote the feature

distributions of sensitive group 𝑗 and 𝑘 respectively. z𝑗 and z𝑘 are

two random variables sampled from P𝑗 and P𝑘 separately, then the

Wasserstein-1 distance 𝐷𝑊 (·) between P𝑗 and P𝑘 is defined as:

𝐷𝑊 (P𝑗 , P𝑘 ) = inf

𝛾 ∈∏(P𝑗 ,P𝑘 )
E(z𝑗 ,z𝑘 )∼𝛾 [| |z𝑗 − z𝑘 | |], (9)

where

∏(P𝑗 , P𝑘 ) is the set of all joint distributions 𝛾 (z𝑗 , z𝑘 ) whose
marginals are P𝑗 and P𝑘 , respectively.

The duality theorem of Kantorovich and Rubinstein [38] allows

us to transform the intractable infimum in Eq. (9) into:

𝐷𝑊 (P𝑗 , P𝑘 ) =
1

𝐾
sup

| | 𝑓 | |𝐿≤𝐾
Ez𝑗∼P𝑗 [𝑓 (z𝑗 )] − Ez𝑘∼P𝑘 [𝑓 (z𝑘 )], (10)

where the sup is over all the 𝐾-Lipschitz functions 𝑓 : R𝑀 → R.
In practice, 𝑓 (·) is usually parameterized as a neural network with

weights𝜓 , which are subject to 𝐾-Lipschitz constraint | |𝑓𝜓 | |𝐿 ≤ 𝐾 .

To enforce the constraint, weights are clipped into a fixed range

after each update. Approximated 𝐷𝑊 can eventually be obtained

via solving the following problem

max

𝜓
Ez𝑗∼P𝑗 [𝑓𝜓 (z𝑗 )] − Ez𝑘∼P𝑘 [𝑓𝜓 (z𝑘 )] . (11)

Our goal is to achieve information obfuscation by minimizing

the distribution distance between different sensitive groups. Ac-

cordingly, we formulate the objective function for the SIO module

as follows:

min

𝜓
L𝑆𝐼𝑂 = min

𝜓
(
∑︁
𝑗

∑︁
𝑘≠𝑗

Ez𝑗∼P𝑗 [𝑓𝜓 (z𝑗 )] − Ez𝑘∼P𝑘 [𝑓𝜓 (z𝑘 )])

∀𝑗, 𝑘 ∈ Y𝑠 .
(12)

5.3 Dynamic Structure Debiasing
As GNNs amplify dual privacy leakage via message passing under

biased structures, we propose the DSD Module to dynamically

refine the adjacency matrix to mitigate structural bias.

Based on Def. 1, the graph structure becomes biased when the

intra-links w.r.t. sensitive attribute (i.e., links connecting nodes

from the same sensitive group) outnumber inter-links (i.e., links

connecting nodes from different sensitive groups). Thus, to mitigate

this bias, we should reduce the importance of these intra-links. We

propose to update the graph structure during training such that the

number of intra- and inter-links is balanced and 𝐵 is minimized. It

should be noted that intra-links w.r.t. utility attributes are useful for

the downstream task. Therefore, when minimizing structural bias

to preserve privacy, we should also maintain sufficient information

on intra-links w.r.t. model utility.

Specifically, we first reconstruct the graph structure 𝐴 from the

learned node embeddings as follows:

𝐴 = 𝜎 (ZZ𝑇 ), (13)

where 𝜎 (·) represents the sigmoid function. The reconstructed

adjacency matrix reflects the biased structural information that the

node embeddings capture and that the adversary can exploit. Next,
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we minimize the difference between the numbers of intra-links and

inter-links w.r.t. sensitive attribute using Eq. (14) with 𝐴:

L (𝑠 )
𝑎𝑑 𝑗

= | |𝑆 (𝑠 )
𝑖𝑛𝑡𝑟𝑎

− 𝑆 (𝑠 )
𝑖𝑛𝑡𝑒𝑟

| |2, (14)

where

𝑆
(𝑠 )
𝑖𝑛𝑡𝑟𝑎

=
∑︁

𝑗,𝑘∈V,𝑦𝑠,𝑗=𝑦𝑠,𝑘
𝐴 𝑗,𝑘 , 𝑆

(𝑠 )
𝑖𝑛𝑡𝑒𝑟

=
∑︁

𝑗,𝑘∈V,𝑦𝑠,𝑗≠𝑦𝑠,𝑘
𝐴 𝑗,𝑘 .

(15)

𝑦𝑠,𝑗 and𝑦𝑠,𝑘 denote the sensitive labels of node 𝑗 and 𝑘 , respectively.

We can obtain a similar loss function w.r.t. model utility label as:

L (𝑢 )
𝑎𝑑 𝑗

= | |𝑆 (𝑢 )
𝑖𝑛𝑡𝑟𝑎

− 𝑆 (𝑢 )
𝑖𝑛𝑡𝑒𝑟

| |2, (16)

where

𝑆
(𝑢 )
𝑖𝑛𝑡𝑟𝑎

=
∑︁

𝑗,𝑘∈V,𝑦𝑢,𝑗=𝑦𝑢,𝑘
𝐴 𝑗,𝑘 , 𝑆

(𝑢 )
𝑖𝑛𝑡𝑒𝑟

=
∑︁

𝑗,𝑘∈V,𝑦𝑢,𝑗≠𝑦𝑢,𝑘
𝐴 𝑗,𝑘 .

(17)

𝑦𝑢,𝑗 and 𝑦𝑢,𝑘 denote the utility labels of node 𝑗 and 𝑘 , respectively.

The goal of DSD is to (1) minimize L (𝑠 )
𝑎𝑑 𝑗

to debias structure; and

(2) maximize L (𝑢 )
𝑎𝑑 𝑗

to improve model utility. Therefore, combin-

ing Eq. (14) and Eq. (16), the final objective function is defined as

follows:

min

�̃�

L𝐷𝑆𝐷 = min

�̃�

(𝛼L (𝑠 )
𝑎𝑑 𝑗

− L (𝑢 )
𝑎𝑑 𝑗

), (18)

where 𝛼 is the hyperparameter used to balance different terms.

To update the adjacency matrix based on Eq. (18), we employ the

optimization strategy in [26]. To be specific, let �̃� denote the normal-

ized adjacencymatrix, which is initialized via left normalization �̃� =

D−1𝐴. In each iteration, �̃� is updated by �̃�𝑛𝑒𝑤 = �̃�𝑜𝑙𝑑 − 𝜂∇L𝐷𝑆𝐷 .
To maintain training stability, the updated �̃� should be a right sto-

chastic matrix. The projected gradient descent (PGD) algorithm

proposed in [41] is then applied to satisfy this condition.

5.4 Improving Privacy-Utility Trade-off
One major challenge in dual-privacy preservation is a more severe

privacy-utility trade-off than the standard single-privacy preser-

vation. The ALM aims to achieve a better trade-off via adversarial

learning, which plays a min-max game between the graph encoder

and an adversary in the training process. It has been shown in

multiple studies [37, 46] that adversarially trained neural networks

can attain optimal privacy-utility trade-off.

In adversarial learning for privacy preservation, an adversary

tries to infer the sensitive attributes and link status from the acces-

sible node embeddings Z by minimizing the following loss:

min

𝜔
L𝑝𝑟𝑖𝑣𝑎𝑐𝑦 = min

𝜔
(L𝑝𝑟𝑖𝑣_𝑎𝑡𝑡𝑟 + 𝜇L𝑙𝑖𝑛𝑘 )

= min

𝜔
(
∑︁
𝑣𝑖 ∈V

𝑙 (𝑔𝜔 (z𝑖 ), 𝑦𝑠,𝑖 ) + 𝜇
∑︁

𝑣𝑖 ,𝑣𝑗 ∈V
𝑙 (�̃�𝑖 𝑗 , 𝐴𝑖 𝑗 )), (19)

where 𝑔𝜔 : R𝑀 → R |Y𝑠 |
is a multi-layer perceptron (MLP) that

predicts the sensitive attributes given node embeddings, with 𝜔 as

its parameters; 𝑙 (·) is a loss function such as cross-entropy loss; 𝜇

is a hyperparameter controlling the contribution of each term.

On the other hand, ALM seeks to guarantee model utility by

minimizing the following objective function:

min

𝜙,𝜃
L𝑢𝑡𝑖𝑙𝑖𝑡𝑦 = min

𝜙,𝜃

∑︁
𝑣𝑖 ∈V

𝑙 (𝑔𝜃 (z𝑖 ), 𝑦𝑢,𝑖 ), (20)

where function 𝑔𝜃 : R𝑀 → R |Y𝑢 |
is a MLP parameterized by 𝜃 that

predicts utility labels of nodes.

The overall objective function for ALM can be written as:

min

𝜔,𝜙,𝜃
L𝐴𝐿𝑀 = min

𝜔,𝜙,𝜃
(L𝑢𝑡𝑖𝑙𝑖𝑡𝑦 − 𝜆L𝑝𝑟𝑖𝑣𝑎𝑐𝑦) . (21)

We alternatively update the encoder (L𝑢𝑡𝑖𝑙𝑖𝑡𝑦 ) and adversary (L𝑝𝑟𝑖𝑣𝑎𝑐𝑦 )
to remove sensitive information from the node embeddings Z and

improve the privacy-utility trade-off.

Overall Algorithm. In summary, the overall objective function of

DPPGNN is given by:

minL = minL𝑆𝐼𝑂 + L𝐷𝑆𝐷 + L𝐴𝐿𝑀 . (22)

We alternatively update each module in each epoch.

6 EXPERIMENTS
In this section, we evaluate the effectiveness of DPPGNN by an-

swering the following three research questions:

• RQ. 1. How does DPPGNN fare against the state-of-the-

art privacy-preserving GNN models for the node and link

privacy-preserving tasks?

• RQ. 2. How does DPPGNN fare against the state-of-the-art

privacy-preserving GNN models on downstream tasks such

as the node classification task?

• RQ. 3. How does each module of DPPGNN impact its per-

formance w.r.t. both utility and privacy? And how effective

is the structural debiasing function L𝐷𝑆𝐷?
To answer RQ. 1-RQ. 2, we compare DPPGNN with seven state-

of-the-art baselines for utility measure (i.e., node classification)

and privacy measure (i.e., node and link privacy preservation). To

answer RQ. 3, we conduct a series of ablation studies to examine

the influence of each module and the parameter 𝛼 in DPPGNN. The

implementation code will be released in due course.

6.1 Experimental Setup
This section describes the datasets, baselines, privacy attack settings,

parameter settings of DPPGNN, and metrics used for evaluating

models’ utility and privacy preservation performance.

6.1.1 Datasets. We evaluate DPPGNN on four benchmark datasets,

including Rochester38, Yale4 [36], German Credit and Recidivism

[1]. The German Credit dataset contains data from a German bank

with client gender as a sensitive attribute and credit risk level

as a utility label. Recidivism consists of bail-released defendants

with race as a sensitive attribute and bail decision as a utility la-

bel. Rochester38 and Yale4 are two Facebook friendship networks.

Rochester38 has gender as a sensitive attribute and class year as

a utility label, while Yale4 has class year as a sensitive attribute

and student status flag as a utility label. See Table 1 for their basic

statistics. We also measure their structural bias using the metric pro-

posed in Def. 1. Results show that German Credit and Recidivism

have the largest and least structural bias scores, respectively.
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Table 1: Statistics of four benchmark datasets.

Dataset German Credit Rochester38 Yale4 Recidivism

#Nodes 1,000 4,563 8,578 18,876

#Edges 22,242 167,653 405,450 321,308

#Attributes 27 7 7 18

Structural Bias 0.605 0.278 0.414 0.208

6.1.2 Baselines. We consider seven SOTAGNNs across both privacy-

preserving and non-privacy-preserving settings.

• Non-privacy-preserving GNNs: We use a standard GCN [23],

a representative GNN model without privacy protection.

• Link privacy-preserving GNNs: We consider two SOTA mod-

els – LapGraph [45] and PPRLG [39]. LapGraph is based on

differential privacy and PPRLG employs adversarial training.

• Node privacy-preserving GNNs: This includes APGE [25] and

GAE [24]. Both preserve privacy via adversarially optimizing

sensitive attribute inference loss.

• Dual privacy-preserving GNNs: We consider DPGCN [28],

which employs local differential privacy, and GAE-NL, which

adapts GAE [24] by jointly optimizing graph reconstruction

and sensitive attribute inference losses.

6.1.3 Privacy Attack Setting. We follow the attack setting in [25].

Specifically, the goal of the attacker is to infer users’ sensitive

attributes and link status given learned node embeddings and ac-

cessible adjacency matrix.

Node-level Privacy Inference. Given a set of nodes V𝑎 with

known sensitive attribute Y𝑠,𝑎 and their learned node embeddings

Z𝑎 , the attacker trains a surrogate model 𝑓 : R𝑀 → R𝐶𝑠
to infer

target users’ sensitive attribute by minimizing the following loss:

min

∑︁
𝑣∈V𝑎,𝑦𝑣 ∈Y𝑠,𝑎

𝑙 (𝑓 (z𝑣), 𝑦𝑣), (23)

where 𝑙 (·) is a classification loss such as the cross entropy loss and

𝑓 is a multi-layer perceptron. With the trained model 𝑓 , the attacker

can then infer the sensitive attributes of target nodes by exploiting

their learned node embeddings.

Link-level Privacy Inference. The attacker can obtain a set of

positive links E𝑝 ⊂ E (where �̃�𝑢,𝑣 = 1) and a set of negative links

E𝑛 ⊄ E (where �̃�𝑢,𝑣 = 0) as training links from an accessible

adjacency matrix �̃�. Based on this information, the attacker trains

a link predictor 𝑔 : R𝑀 × R𝑀 → [0, 1] using training links and

learned node embeddings Z with the following objective function:

min

∑︁
(𝑢,𝑣) ∈E𝑝∪E𝑛

𝑙 (𝑔(z𝑢 , z𝑣), �̃�𝑢,𝑣), (24)

where 𝑙 (·) is the cross entropy loss and 𝑔 is implemented as a multi-

layer perceptron. With the trained model 𝑔, the attacker then infers

the link status between unlabeled pairs of nodes. Note that the

accessible matrix �̃� can differ from the real adjacency matrix 𝐴.

6.1.4 Evaluation Metrics. We consider evaluation metrics for both

utility and privacy. For utility, we use node classification accuracy

and F1 score as the criteria. Higher accuracy and F1 score are desired

in utility attribute prediction. Evaluation of privacy preservation on

graphs consists of both node and link levels. For node-level privacy,

we use attacker’s sensitive attributes inference accuracy and F1

score as the metrics. For link-level privacy, we randomly sample

85% positive links and negative links for training, 5% for validating,

and 10% for testing, and measure attacker’s link status inference

accuracy and F1 score. For both tasks, lower accuracy and F1 score

indicate higher privacy preservation.

6.1.5 Parameter Setting. The learning rates 𝜂1 and 𝜂2 are set to be

10
−4

and 0.2, respectively. Following [25], we set both 𝜂3 and 𝜂4 to

10
−2

for Yale4, Rochester38 and Recidivism datasets; for German

dataset, 𝜂3 and 𝜂4 are set to 10
−4
. Hyperparameters 𝛼, 𝜇, and 𝜆 are

set to 1 (To illustrate the parameter selection process, we give an

exemplar analysis of 𝛼 in Sec. 6.4). For each set of experiments,

we report the average performance across 10 trials with standard

deviations. Training epochs are set to 2000, 1500, 500 and 500 for

the four datasets, respectively.

6.2 Dual-Privacy Preservation in GNNs
The first research question (RQ. 1) seeks to investigate the effective-
ness of DPPGNN in terms of node and link privacy preservation.We

compare all baselines on the four benchmark datasets. The results

are in the last two columns of Table 2, with the best and second-best

results highlighted in bold and underscored fonts, respectively.

We have the following three observations: First, DPPGNN con-

sistently achieves the best results w.r.t. link privacy preservation

and outperforms all baselines in most datasets w.r.t. node privacy

preservation. For example, it improves over the second best Acc.

(DPGCN) in link-level privacy task by 10.8% for the Rocherster38

dataset. LapGraph shows the second-best performance w.r.t. link-

privacy preservation for the German Credit dataset. However, in the

node classification task, its performance is greatly reduced while

DPPGNN still shows competitive utility (69.83 vs. 73.32). Second,

as expected, approaches that preserve either node or link privacy

consistently show undesired privacy leakage w.r.t. the other task

while DPPGNN can achieve better performance for both node and

link privacy preservation. Take the node privacy-preserving GNN

– APGE – as an example. It achieves a very competitive perfor-

mance in protecting node sensitive information while showing

undesired performance w.r.t. link privacy preservation, across all

three datasets. Finally, most single privacy-preserving approaches

do not outperform DPPGNN w.r.t. their target tasks. For example,

DPPGNN outperforms the link privacy-preserving GNN – PPRLG –

in link privacy preservation task. This suggests that node privacy

and link privacy may be inherently interrelated, and it is critical to

tackle both when developing privacy-preserving GNNs.

6.3 Node Classification
The other important evaluation examines the utility of privacy-

preserving node embeddings, i.e., RQ. 2. The Utility column in

Table 2 presents the node classification results.

We have the following observations: First, DPPGNN presents

very competitive node classification performance for all three datasets.

For instance, DPPGNN outperforms all baselines w.r.t. F1 score for

the German Credit dataset. Second, compared to single privacy-

preserving GNN baselines, DPPGNN achieves superior dual-privacy

preservation performance while still showing similar classification

performance. Take LapGraph as an example, when applied to the

Rochester38 dataset, DPPGNN presents better performance for
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Table 2: Performance of node classification, sensitive attribute inference, and link status inference on three benchmark datasets.
↑ denotes that a higher value is more desired.

# Utility (↑)
(node classification performance)

# Node-level Privacy (↓)
(sensitive attribute inference performance)

# Link-level Privacy (↓)
(link inference performance)

Method Dataset Rochester38 Yale4 German Credit Recidivism Rochester38 Yale4 German Credit Recidivism Rochester38 Yale4 German Credit Recidivism

GCN

Acc. 93.56 ± 0.16 96.24 ± 0.21 72.49 ± 0.42 93.92 ± 0.41 55.68 ± 0.23 79.97 ± 0.65 78.86 ± 0.31 55.57 ± 0.55 82.96 ± 0.14 81.36 ± 0.10 76.34 ± 2.35 79.96 ± 0.97

F1 91.53 ± 0.09 95.52 ± 0.18 56.87 ± 0.24 93.45 ± 0.45 54.41 ± 0.56 78.23 ± 1.12 78.60 ± 0.25 55.39 ± 0.54 82.47 ± 0.08 81.00 ± 0.07 76.26 ± 2.37 79.86 ± 1.00

LapGraph

Acc. 90.11 ± 0.57 94.11 ± 0.29 69.83 ± 0.09 89.48 ± 0.02 54.73 ± 0.31 67.73 ± 5.24 70.89 ± 0.14 54.65 ± 0.13 80.63 ± 0.72 74.53 ± 3.48 59.89 ± 0.48 73.91 ± 0.08

F1 88.92 ± 0.68 93.72 ± 0.32 46.25 ± 0.25 88.52 ± 0.03 53.28 ± 0.59 67.57 ± 5.17 55.49 ± 0.40 54.29 ± 0.18 80.59 ± 0.74 74.5 ± 3.47 59.52 ± 0.91 73.78 ± 0.09

PPRLG

Acc. 92.11 ± 1.26 96.56 ± 0.53 73.06 ± 1.24 93.63 ± 0.36 55.04 ± 0.80 78.19 ± 2.62 76.43 ± 0.29 54.85 ± 0.13 80.88 ± 0.7 81.13 ± 1.06 68.22 ± 1.44 68.12 ± 0.54

F1 91.08 ± 1.42 96.30 ± 0.56 59.17 ± 1.21 93.13 ± 0.39 53.86 ± 0.68 77.66 ± 2.42 65.71 ± 1.07 54.84 ± 0.12 80.83 ± 0.71 81.11 ± 1.06 68.19 ± 1.30 67.03 ± 0.55

APGE

Acc. 92.43 ± 0.17 82.51 ± 0.32 70.03 ± 0.31 92.18 ± 0.27 62.33 ± 0.45 57.86 ± 0.52 69.63 ± 0.37 55.70 ± 0.25 82.72 ± 0.31 77.69 ± 0.56 77.06 ± 0.68 86.72 ± 0.18

F1 92.16 ± 0.12 82.18 ± 0.33 50.09 ± 0.69 91.51 ± 0.36 61.97 ± 0.50 57.47 ± 0.51 51.34 ± 0.47 55.49 ± 0.17 82.69 ± 0.29 77.64 ± 0.54 77.03 ± 0.71 86.61 ± 0.16

GAE

Acc. 93.86 ± 0.30 94.44 ± 0.88 73.30 ± 0.26 95.11 ± 0.12 55.40 ± 0.12 76.09 ± 0.76 73.52 ± 0.93 53.86 ± 0.07 72.99 ± 0.61 81.46 ± 0.18 79.77 ± 0.92 76.26 ± 0.83

F1 92.80 ± 0.34 94.06 ± 0.95 61.21 ± 0.94 94.75 ± 0.13 54.29 ± 0.81 75.88 ± 0.67 63.43 ± 0.70 52.72 ± 0.44 72.86 ± 0.71 81.42 ± 0.20 79.71 ± 0.97 76.00 ± 0.93

GAE-NL

Acc. 94.06 ± 0.29 96.06 ± 0.30 75.27 ± 0.27 94.57 ± 0.28 53.83 ± 0.36 65.08 ± 0.61 72.33 ± 0.57 53.93 ± 0.11 72.94 ± 0.54 72.19 ± 0.29 70.16 ± 1.03 69.97 ± 0.53

F1 92.96 ± 0.35 95.23 ± 0.35 65.93 ± 0.78 94.17 ± 0.30 51.40 ± 0.19 64.65 ± 0.78 59.29 ± 1.17 52.73 ± 0.28 72.84 ± 0.56 72.09 ± 0.26 70.12 ± 1.03 69.13 ± 0.75

DPGCN

Acc. 89.85 ± 0.47 95.98 ± 0.38 72.97 ± 1.03 88.72 ± 0.32 53.95 ± 0.67 61.27 ± 0.17 75.90 ± 0.83 53.37 ± 0.12 71.57 ± 0.19 71.72 ± 0.91 67.44 ± 0.45 67.49 ± 0.31

F1 86.60 ± 0.45 95.83 ± 0.37 59.41 ± 0.57 87.56 ± 0.38 51.99 ± 0.93 61.90 ± 0.18 66.76 ± 0.73 52.61 ± 0.31 71.53 ± 0.13 71.69 ± 0.90 67.35 ± 0.43 67.42 ± 0.21

DPPGNN(ours) Acc. 93.89 ± 0.32 95.20 ± 0.81 73.32 ± 0.12 92.28 ± 0.03 52.08 ± 0.47 54.88 ± 0.70 69.46 ± 0.33 52.07 ± 0.80 63.78 ± 0.99 70.83 ± 0.69 51.68 ± 0.89 63.42 ± 1.02
F1 92.71 ± 0.44 94.94 ± 0.36 67.66 ± 0.34 91.57 ± 0.04 48.28 ± 0.26 54.28 ± 0.47 54.14 ± 0.31 48.22 ± 2.17 63.22 ± 0.84 70.43 ± 0.61 51.43 ± 0.82 62.85 ± 1.06
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Figure 5: Ablation study onRecidivism (left) and Rochester38
(right).

Table 3: Performance (accuracy) of node classification and
dual-privacy preservation under different structural bias (𝛼).

German Credit Rochester38

#utility #node privacy #link privacy #utility #node privacy #link privacy

𝛼 = 0.1 72.20 69.80 51.67 93.91 52.53 64.20

𝛼 = 1 71.80 68.90 51.16 94.32 52.12 63.36

𝛼 = 10 70.10 68.70 50.95 93.01 51.93 61.12

both node classification (93.89 vs. 90.11) and privacy preservation

(node-level: 52.08 vs. 54.73; link-level: 63.78 vs. 80.63). The two ob-

servations imply that the proposed model not only well preserves

dual privacy but also achieves competitive model utility. Namely,

our model achieves a better privacy-utility trade-off, thanks to the

adversarial learning framework.

In summary, based on the results for RQ. 1-2, we validate the
effectiveness of the proposed model in terms of dual-privacy preser-

vation and utility maintenance in GNNs under structural bias.

6.4 Ablation Study
6.4.1 Effectiveness of Each Module. To have a better understanding
of the working mechanism of DPPGNN (i.e., RQ. 3), we further
conduct ablation studies to investigate the impact of each module

in the proposed framework on its performance. Specifically, we

alternatively remove one of the three modules and compare its

performance with the full DPPGNN. Results for the Recidivism

dataset and Rochester38 dataset are shown in Fig. 5.

We can see that removing the SIO module improves utility but

causes more privacy leakage on both sensitive attributes and link

status. This suggests that SIO can effectively obfuscate sensitive

information in node representations, rendering stronger node- and

link-level privacy preservation. Removing the DSD module has the

Figure 6: Change of Structural Bias during training process
on German Credit (left) and Rochester38 (right).

largest influence on the link privacy preservation task, indicating

the effectiveness of DSD for debiasing graph structure and dynami-

cally purging private information from edges. Finally, we observe

that ALM generally enables the framework to have a better privacy-

utility trade-off, consistent with previous findings. These results

demonstrate that each module is indispensable to the proposed

framework to guarantee good performance in both dual-privacy

preservation and downstream tasks.

6.4.2 Impact of L𝐷𝑆𝐷 . We are also interested in understanding

the structural debiasing function L𝐷𝑆𝐷 in the DSD module. Partic-

ularly, we investigate (1) whether this dynamic debiasing approach

can indeed reduce the structural bias, (2) how it affects DPPGNN’s

performance w.r.t. the node and link privacy preservation, and (3)

the optimal 𝛼 for overall performance. We vary 𝛼 , the parameter

used to control the weight of L (𝑠 )
𝑎𝑑 𝑗

in Eq. 18, among {0.1, 1, 10}, and
present the results for German Credit and Rochester38 datasets.

As shown in Fig. 6, the structural bias in graphs decreases as the

training progress. This applies to all different values of 𝛼 , suggest-

ing that L (𝑠 )
𝑎𝑑 𝑗

is effective to reduce structural bias. Results for dual

privacy preservation can be seen in Table 3. Of particular interest is

that when 𝛼 increases, i.e., less biased structure, both node and link

privacy leakage decrease. This suggests that message passing under

structural bias can indeed lead to more severe privacy leakage at

both node and link levels, and DSD can effectively debias graph

structure. For utility comparison, we see that 𝛼 = 1 can in general

maintains competitive utility for both datasets. We, therefore, set

𝛼 = 1 in DPPGNN to get a better utility-privacy trade-off.
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7 RELATEDWORK
Privacy is one of the pillars of socially responsible AI [6, 7]. Here,

we review it from both attacks and preservation perspectives.

Privacy Attacks on GNNs.With GNNs’ wide applications in vari-

ous domains, many privacy attack techniques for GNNs have been

proposed to investigate their privacy issue. There are generally

three kinds of attacks depending on the attacker’s goal: member-

ship inference attack [33, 34], model extraction attack [18, 20, 35],

and attribute inference attack [10, 14, 15, 49, 50]. Membership in-

ference attacks aim to identify if a node is in the training dataset,

which can compromise the node’s privacy by revealing its sensitive

information. For example, if the adversary learns that a patient’s

clinical record was part of the training dataset for a pneumonia

treatment model, s/he can deduce that the patient has pneumonia

[34]. Model extraction attacks seek to extract information on tar-

get model’s parameters and reconstruct one substitute model that

mimics its behavior. Attribute inference attacks aim to expose the

private information of a graph used to train a model. The attack

can target either the link status or the node attributes of the graph.

The former aims to detect the presence of an edge between any two

nodes, while the latter tries to infer the sensitive attributes of a node,

such as nationality or political view. Overall, these works underline

various privacy risks associated with GNNs and demonstrate the

vulnerability of GNN models to privacy attacks.

Privacy-Preserving GNNs. Correspondingly, privacy-preserving
GNNs have been proposed in response to the attack techniques.

One line of research is encryption [11]. However, encryption brings

an extra cost of time and computation. The second direction is

adversarial training, which maximizes model utility and minimizes

privacy loss simultaneously in the training process. For example,

Liao et al. [27] proposed an adversarial learning approach where

they introduced a minimax game between the desired graph feature

encoder and the worst-case attacker. Li et al. [25] presented a graph

adversarial training framework that integrated disentangling and

purging mechanisms to remove users’ private information from

learned node representations. However, both of these works only

consider node privacy. Another research direction is federated and
split learning. In [51], for example, the authors studied privacy-

preserving node classification by splitting the computation graph

of a GNN among multiple data holders. They further used a trusted

server to combine the information from different parties and com-

plete the training process. Mei et al. [29] proposed to use structural

similarity and federated learning to hide users’ private information

in GNNs. Federated GNN is also used in privacy-preserving recom-

mendations [44]. However, these approaches rely on the existence

of a trusted server for model aggregation. In practice, it is difficult

to find a trusted party to store users’ sensitive information. The

fourth direction leverages differential privacy to protect privacy

in GNNs. For instance, Sina et al. [32] introduced node privacy in

GNNs through local differential privacy [21]. Xu et al. [47] proposed

private graph embedding via perturbing the loss function. However,

compared to adversarial learning, differential privacy might lead to

greater utility loss due to added noise.

To summarize, the existing research on privacy-preserving GNNs

primarily concentrates on safeguarding privacy at the node and/or

link level, neglecting the underlying mechanisms contributing to

such privacy leakage. Our study aims to bridge this gap by offering

the first theoretical analysis and simulation studies that illustrate

how GNNs can compromise privacy by biased graph structures dur-

ing the message-passing process. To tackle this issue, we propose a

solution that ensures the preservation of both node and link privacy

by obscuring sensitive information and mitigating the bias within

the dynamic structure under an adversarial learning framework.

The proposed model effectively balances the trade-off between

maintaining privacy and preserving the utility of the model.

8 CONCLUSION
This work investigates the crucial role of message passing in GNNs

in both node and link privacy leakage on graphs. We provide the

first thorough theoretical examinations and simulation studies to

demonstrate that the primarymessage-passing process in GNNs can

spread and amplify privacy breaches on graphs, and such breaches

exacerbate when the graph becomes more structurally biased. To ad-

dress this issue, we introduce a principled dual-privacy-preserving

GNN framework – DPPGNN. It uses sensitive information obfusca-

tion and dynamic structure debiasing to remove sensitive informa-

tion from both nodes and links, and achieves better privacy-utility

trade-off through adversarial training. The experimental results

show that DPPGNN excels in preserving dual privacy while still

delivering competitive utility in downstream tasks.
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A PROOF OF PROPOSITION 3.2
(1) When does privacy leakage become more severe after
GCN-like message passing?

If privacy leakage becomes more severe after message passing,

we shall have Δ𝑃𝐿 = 𝑃𝐿′ − 𝑃𝐿 > 0, i.e.,

Δ𝑃𝐿 =
𝑘𝜇2

2

·
(
𝑛(𝑝 + 𝑞) (𝑛𝑝 − 𝑛𝑞 + 1)2

1 + 𝑛(𝑝 + 𝑞) − 1

)
> 0, (25)

Recall the definition of structural bias in Def. 1, for synthetic

graph G, 𝐵 =
𝑝−𝑞
𝑝+𝑞 . Then, inequality (25) is equivalent to:

𝑛3 (𝑝 + 𝑞)3𝐵2 + 2𝑛2 (𝑝 + 𝑞)2𝐵 − 1 > 0. (26)

The above inequality holds when:

𝐵 >

√︁
𝑛2 (𝑝 + 𝑞)2 + 𝑛(𝑝 + 𝑞) − 𝑛(𝑝 + 𝑞)

𝑛2 (𝑝 + 𝑞)2
. (27)

That is to say, privacy leakage becomes more severe when struc-

tural bias 𝐵 >

√
𝑛2 (𝑝+𝑞)2+𝑛 (𝑝+𝑞)−𝑛 (𝑝+𝑞)

𝑛2 (𝑝+𝑞)2 .

(2) How do different structural biases affect privacy leakage
after GCN-like message passing?

The difference in privacy leakage before and after message pass-

ing could be written as:

Δ𝑃𝐿 =
𝑘𝜇2

2

·
(
𝑛(𝑝 + 𝑞) · (𝑛(𝑝 + 𝑞) · 𝐵 + 1)2 − 𝑛(𝑝 + 𝑞) − 1

1 + 𝑛(𝑝 + 𝑞)

)
. (28)

Since 𝑛(𝑝 + 𝑞) is larger than zero identically, with a fixed 𝜇 and

𝑘 , if 𝐵1 > 𝐵2, then Δ𝑃𝐿1 > Δ𝑃𝐿2. That is, a larger structural bias
leads to more privacy leakage after message passing on graphs.
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