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Abstract—Lightweight and low latency security mechanisms
are becoming increasingly important for a wide range of Internet
of things (IoT) applications. Promising schemes from the phys-
ical layer include (i) physical unclonable functions (PUFs), (ii)
localization based authentication, and, (iii) secret key generation
(SKG) from wireless fading coefficients. In this paper, we focus
on short blocklengths and propose a complete, fast, multi-factor
authentication protocol that uniquely combines PUFs, proximity
estimation and SKG. To demonstrate the performance of the
SKG scheme in the short blocklength (with a focus on delay
constrained applications), we provide a numerical comparison
of three families of channel codes, including low density parity
check codes (LDPC), Bose Chaudhuri Hocquenghem (BCH),
and, Polar codes. The SKG keys are incorporated in a zero-
round-trip-time resumption protocol for fast re-authentication.
All schemes of the proposed mutual authentication protocol are
shown to be secure through formal proofs using Burrows, Abadi
and Needham (BAN) and Mao and Boyd (MB) logic as well as
the Tamarin-prover.

I. INTRODUCTION

Authentication is central in building secure Internet of
things (IoT) networks; confirming the identity of devices and
their role in the network hierarchy eliminates the possibil-
ity of numerous attacks [1]. However, the low latency and
computational power constraints present in many IoT systems
[2], render the design of IoT authentication mechanisms a
challenging task. Current solutions rely on modulo arithmetic
in large fields and typically incur considerable latency, in the
order of tens of milliseconds; as an example, it has been
reported that verifying digital signatures on a vehicle with
a 400 MHz processor takes around 20 msec [3], exceeding
the delays that are tolerated in vehicle to everything (V2X)
communications. In this direction, a 3GPP report on the
security of ultra reliable low latency communication (URLLC)
systems notes that authentication for URLLC is still an open
problem [4]. On a more general note, with the advance of
quantum computing, traditional asymmetric key cryptographic
schemes will become semantically insecure, unless the key
sizes increase to impractical lengths. Therefore, the introduc-
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tion of new security primitives for device authentication is
timely.

In this sense, physical layer security (PLS) has proven itself
as a lightweight alternative to the computational complexity
based mechanisms [5], [6]. The increasing interest in PLS
has been stimulated by many practical needs. Notably, many
critical IoT networks require fast authentication, e.g., in V2X
applications, telemedicine and haptics. Moreover, PLS, that
relies upon information-theoretic security proofs, could resist
quantum computers, unlike corresponding asymmetric key
schemes relying on the (unproven) intractability in polynomial
time of certain algebraic problems.

PLS schemes exploit physical layer entropy sources, includ-
ing both in the hardware, as well as in the communication
medium [7]–[9]. With respect to the former, physical unclon-
able functions (PUFs) are hardware entities harnessing entropy
from physically unclonable variations that occur during the
production process of silicon [10], [11]. These unique and
unpredictable variations allow the extraction of uniformly
distributed binary sequences that can be used as authentication
IDs or keys. Due to their unclonability and simplicity, PUFs
are seen as lightweight security primitives that can offer
alternatives to today’s authentication mechanisms.

Moreover, a straightforward secret key generation (SKG)
approach can be built by exploiting the reciprocity of the
wireless fading coefficients between two terminals within
the channel coherence time. When SKG and PUF encoders
are employed in URLLC systems, it is critical to employ
good error correction codes so as to achieve good reliability
without any information leakage, while operating in the short
blocklength. The employed codes should be able to reconcile
any mismatched bits with high probability (reliability) while
on the other hand they should not reveal any information about
the key (security).

Following from the above, in this work we introduce a
fast, multi-factor authentication protocol for short blocklength
communication. To achieve a high security level the proposed
scheme combines the following set of factors: 1) PUFs that
are used as hardware fingerprints of IoT devices; 2) quick
proximity verification using the received signal strength indi-
cator (RSSI); and, 3) SKG to generate symmetric resumption
keys used to speed up authentication by resuming sessions
(as opposed to re-establishing sessions). With respect to SKG,
we further provide a numerical comparison between different
reconciliation encoders in the short blocklength regime, bench-
marked against the theoretical upper bound. The aforemen-
tioned factors are combined in a PLS resumption protocol
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that allows for data exchange within zero-round-trip time (0-
RTT). Finally, the security of the authentication protocol is
verified through formal methods: Burrows, Abadi, Needham
(BAN) [12] as well as Mao and Boyd (MB) logic and the
Tamarin-prover [13].

The main contributions of this paper are as follows:
1) We discuss the performance of three families of codes in

the short blocklength for Slepian Wolf (SW) based SKG
reconciliation.

2) We propose a lightweight and fast proximity detection
using Kalman filters, suitable for constrained IoT devices.

3) We introduce a forward secure 0-RTT resumption authen-
tication mechanism.

4) We develop a fast multi-factor authentication protocol that
combines an initial proximity check with PUF authenti-
cation and SKG resumption keys.

5) We formally prove the security of the proposed individual
schemes and of the full protocol.

The rest of the paper is organized as follows: Section II
discusses related work, Section III discusses the performance
of different short blocklength SKG reconciliation encoders.
Section IV introduces a fast proximity estimation mechanism
and Section V presents the proposed authentication protocol
whose security properties are verified in Section VI. Finally
Section VII concludes this paper.

II. RELATED WORK AND CONTRIBUTIONS

It is well established that SKG can be performed at PHY by
using the channel fading as a source of common randomness.
During the channel’s coherence time, two parties, referred to as
Alice and Bob in the following, can observe highly correlated
channel states that can be used to generate a shared secret
key between them [14]. As Alice’s and Bob’s measurements
differ due to noise, to generate a common key, Slepian Wolf
(SW) decoding of the observed sequence is required for
reconciliation [15]–[18]. However, most prior works have
not considered SW decoding with short blocklengths. In the
present work, we implement and compare the performance of
three families of SW decoders that show promising perfor-
mance in short blocklength communication [19], [20].

Furthermore, we introduce a lightweight method of prox-
imity verification, to be employed as an early authentication
step. The literature of localization and RF-fingerprinting based
authentication is vast, e.g., see the surveys [21], [22]. Although
any of the many existing algorithms could be employed in our
proposed protocol, here we present an alternative approach in
which a (single) mobile unit (typically an IoT node) can verify
the proximity of a fixed location node (typically an access
point acting as an edge server). To render the scheme robust
against impersonation type of attacks, in which a malicious
server changes its transmission power to falsify its location
information, we leverage mobility. Instead of relying on a
single RSSI measurement, we propose taking multiple RSSI
measurements that, thanks to they mobility of the authenti-
cating entity, are unpredictable by an attacker. To the best of
our knowledge, this approach has only been reported once
in the literature so far in the recent paper [23], where the

authors leverage the mobility of a mobile handset to localize
a base station using unscented Kalman filters with the time of
arrival (ToA) and angle of arrival (AoA) information as inputs.
Our proposed proximity estimator is much simpler and faster
as it relies solely on RSSI measurements and uses a simple
Kalman filter with scalar inputs, so it is an attractive approach
for inverse proximity estimation in IoT networks.

Finally, central to our proposed authentication protocol is
the role of PUFs. A PUF can be used in a challenge –
response authentication protocol, where a challenge can refer
to measuring the jitter of a ring oscillator, power-on state,
etc. A typical PUF-based authentication protocol consists of
two main phases, referred to as enrollment and authentication,
respectively [24]–[26]. During the enrollment phase each node
runs a set of challenges on its PUF and characterizes the
variance of the measurement noise in order to generate helper
data. Next, a verifier creates a database with all challenge-
response pairs (CRPs) corresponding to the nodes within its
network. Later, during the authentication phase the verifier
sends a random challenge to the corresponding node. The
node computes the response by running the challenge on its
PUF and sends it to the verifier to confirm its authenticity.
Numerous authentication protocols have been proposed based
on this approach [27]. However, relying on PUFs as a single
security factor can expose the system to a variety of threats,
especially in an IoT scenario [28]. In this sense, combining two
or more independent credentials can be used to built a secure
multi-factor authentication protocol. For example, PUFs have
been combined with shared-key [29], localization [24], and
channel characteristics [7].

Any two PUF measurements at the same node are never
exactly the same due to measurement noise, thus reconciliation
between successive measurements is needed. To this end, the
verifier uses helper data stored during the enrollment to re-
generate the initially derived authentication key. Reconciliation
can be implemented using fuzzy extractors (FE) [30]. A FE is
built from a pair of randomized functions, i.e., Gen and Rep,
where Gen takes as input a PUF response and produces two
outputs: helper data and a uniformly distributed key; Rep,
which stands for deterministic reproduction, reproduces the
key by using the initial helper data and a new noisy version
of the response [31]. Overall, authentication is achieved by
comparing a key generated from the initial response, to a key
generated from a later response. Generally, the Rep function
has greater computational complexity than the Gen. In IoT
networks it is desirable that the more complex operations are
performed on a resourceful device (e.g., an edge server) rather
than on a constrained IoT node.

PUF authentication can greatly reduce computational over-
head. However, the size of the CRP space of a single PUF
is limited. To overcome this limitation, we propose a solution
inspired by the 0-RTT authentication mode introduced in TLS
1.3. The 0-RTT feature allows users to send data on the first
flight without re-authentication (early data), nevertheless, this
fast resumption introduces new vulnerabilities [32]. To address
these issues, a secure, mutual authentication protocol is pre-
sented. The scheme is multi-factor, i.e., node authentication is
verified by: i) the combination of an initial proximity detection
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Fig. 1: The system model for coding on secret key generation.

with PUFs and unique session IDs that ensure properties such
as untraceability, anonymity, protection against impersonation
attacks and many more; and, ii) an additional SKG mechanism
that allows for uniform session key generation. By introducing
SKG resumption keys in a 0-RTT type of protocol we achieve
both forward secrecy and protection against replay attacks.

III. SKG SW DECODING IN THE SHORT BLOCKLENGTH

In this section we focus on SW coding aspects in short
blocklengths and implement three different families of codes
and compare their performance against a known upper bound.
In our system model, we assume Alice and Bob generate
binary sequences YA, YB of length n by quantizing their
respective observations of the channel coefficient H0, denoted
by XA and XB , respectively. For simplicity, in this work we
assume that a passive adversary, referred to as Eve, cannot
obtain any information for the generated sequences1.

We assume that the generated binary sequences are indepen-
dent and identically distributed (i.i.d.) with equal probabilities
to be 0 or 1, i.e., Pr (YA[i] = 0) = Pr (YB [i] = 0) = 0.5, i =
1, . . . , n. Alice and Bob aim to agree on a secret key K of
length k that needs to be drawn uniformly from K = {0, 1}k.
To this end, Alice transmits her syndrome SA, of length n−k,
through a public channel to assist Bob to obtain an estimate
ŶA of her sequence YA. The code rate is defined as R = k

n
and the frame error rate (FER) is defined as the probability
that Bob’s estimation of YA is erroneous Pr(YA 6= ŶA). In
this set-up, Bob first estimates the sequence ŶA and then based
on that, Alice and Bob independently extract the key K using
privacy amplification (Fig. 1).

Motivated by the promising performance of low density
parity check codes (LDPC) [36], polar codes [37] and Bose
Chaudhuri Hocquenghem (BCH) codes [38] with list decoding
in short blocklengths for standard channel coding applications,
in this paper we implement and compare against the upper
bound in [39] the SKG achievable rates when these three
families of SW decoders are employed.

A. LDPC codes with ordered statistic decoding

LDPC codes are powerful error correcting codes that can
approach the Shannon limit [40] at very large blocklengths.

1Due to large scale fading and path-loss, the channel coefficients between
Alice, Bob and Eve are typically correlated. However, it is possible through
pre-processing of the coefficients to remove correlations with the observation
of Eve, e.g., see [33], [34], [35]. In the rest of this paper, for compactness of
presentation we assume this assumption holds.

However, in general, LDPC codes do not perform well in short
blocklengths. To address such shortcomings, LDPC codes
enhanced with ordered statistic decoding (OSD) is one of the
techniques that has been suggested to achieve near maximum
likelihood (ML) performance for short blocklengths [36]. The
central idea behind OSD is that first we pick the k̃ most
reliable independent positions, where k̃ is the rank of the code.
Then, based on the log-likelihood ratios (LLR) we make hard
decisions on the value of the selected bits. Subsequently, we
generate a candidate list of codewords by flipping the values
of up to t bits among them. Finally, by performing ML search
in the list we choose the most likely codeword [41]. The
size of the candidate OSD list increases with respect to t as∑t
i=0

(
k
i

)
. In our implementation, Bob first feeds YB and SA

to the LDPC decoder to generate soft information of the bits
(i.e., the LLRs). Then the LLRs are passed to the OSD block
to estimate ŶA. The public message is given as SA = YAH

t,
where Ht is the transpose of the parity check matrix.

B. Polar codes with list decoding

Polar codes are linear block error correcting codes that
can provably achieve the capacity of a binary-input discrete
memoryless channel as the code length tends to infinity [42].
A significant improvement in the performance of polar codes
in finite blocklengths can be achieved by utilizing successive
cancellation list decoding, that keeps a list of most likely
decoding paths. List decoding can be improved further by
utilizing cyclic redundancy check (CRC). The CRC assists the
decoder to pick the correct decoding path in the list, even if
it is not the most probable one [37].

In our implementation (similar to [43]), Alice encodes her
sequence YA as U = YAGn, where Gn =

(
1 0
1 1

)⊗n
is the

encoder matrix as defined in [43]. Alice sends the syndrome
SA which contains S1 and CRC bits with length l. S1 has
length n−k− l and contains high-entropy bits of U as follows

H(U [i]|YA, U i−1) ≥ H(U [j]|YA, U j−1), 1 ≤ i, j ≤ n, (1)

where i is the position of transmitted bits and H(·) de-
notes entropy. Therefore, the actual rate of the polar code
is R = k+l

n . On the other side, Bob applies CRC-aided
successive cancellation list decoding to estimate ŶA. Note that
the complexity of list decoding polar coding grows linearly
with the list size.

C. BCH codes with list decoding

BCH codes are a class of cyclic error-correcting codes
constructed by polynomials over a finite field. One of the
main features of BCH codes during code design is the number
of guaranteed correctable error bits. A binary BCH code is
defined by (nBCH , kBCH , tBCH), where nBCH = 2w − 1
is the blocklength, kBCH is the message length, and tBCH
represents the number of guaranteed correctable error bits. To
improve their error correcting capability, BCH codes can be
armed with list decoding.

In our implementation of list decoding, Alice calculates the
syndromes as SA = YAH

t, where H is the parity check matrix
of the BCH code, and transmits it through the public channel.
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Fig. 2: Comparison of FER performance of codes with the upper bound in [39] for n = 128.
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Fig. 3: Comparison of FER performance of polar code with
the upper bound in [39] for n = 1024.

On the other side, Bob, first generates a candidate codeword
list by flipping up to t bits of the measured sequence YB . After
feeding the list to the BCH decoder, it picks the solution which
has the lowest Hamming distance with the measured sequence
YB . In our implementation of list decoding, the size of the list
increases with respect to t as

∑t
i=0

(
n
i

)
.

D. Numerical results

In this subsection, we analyse the FER performance of the
aforementioned codes in the SKG setting and compare them
with the finite length upper bound reported in [39], noting
that optimization of the degree distributions is out of the
scope of this study. For instance, we consider n = 128 and
we implement a (n, k) = (128, 75) polar code with 11 bits
CRC and a (127, 64, 10) BCH code. Also, we pick regular

(3, 6) LDPC codes with length 128 bits2. In Fig. 2, the FER
performances of half rate codes with 128 bits blocklength are
depicted (i.e., the key length after privacy amplification is 64)
and compared to the upper bound reported in [39]. Note that
the upper bound becomes inaccurate for short blocklength
while their accuracy improves as the blocklength increases.
That is the reason we observe comparatively a large gap
between the upper bound and the codes’ FER performances
for n = 128 [18].

As it is depicted in Fig. 2, the polar code with list size
128, and the order two BCH list decoding code show the best
performance among the codes. Also, the results demonstrate
that although classical polar codes do not perform well in
the short blocklength, their performance can be significantly
improved by arming them with list decoding. For example, the
polar code with list size 128, provides around two orders lower
FER compared to the classical polar code at H(YA[i]|YB [i]) =
0.1944. However, this improvement comes at the cost of 128
times more decoding complexity. List decoding also improves
the performance of the BCH code, but the improvement with
respect to the additional complexity is not as notable as in the
case of the polar code. The improvement in the LDPC code
performance is still observed by using OSD, however it is not
very significant.

Moreover, we consider an instance of n = 1024. In Fig. 3,
the FER performances of a half rate polar code with (n, k) =
(1024, 523) and 11 bits CRC for different list sizes are shown.
As it is demonstrated in Fig. 3, utilizing list decoding can
significantly improve performance. For a list size larger than
8, the improvement by increasing the size of the list is not
significant. Also we observe that, at blocklength n = 1024,
the gap between the FER of the polar code and the upper
bound is less than the case n = 128. We posit that one of the
reasons is that the upper bound at this length is tighter than
the first instance.

2We note that the performance of LDPC codes can be improved by
optimizing the variable and check nodes degree distributions [44], however
the degree optimization of the LDPC codes is out of the scope of this work.
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Fig. 4: Proposed proximity estimation.

IV. FAST PROXIMITY ESTIMATION

Introducing a “smart movement” environment brings num-
ber of advantages to IoT systems, including energy saving,
control over the node mobility and increased overall quality-
of-experience (QoE) [45]. In this direction, we propose in this
Section a fast proximity estimation approach, based on the
mobility of IoT devices. The novelty in our strategy relies
upon the fact that if Alice (a mobile IoT node) moves in an
manner unpredictable for adversaries, she can take successive
measurements of the RSSI and use them for proximity esti-
mation of a static Bob (e.g., a static edge server), as shown in
Fig. 4. In fact, this lightweight proximity estimation approach
allows Alice to detect impersonation attacks3 when used in
combination with the authentication protocol presented in the
next section.

Due to the ease of implementation and signal availabil-
ity, RSS-based localization is usually a favoured technique.
According to the inverse-square law, the RSSI at Alice can
be used to estimate the distance between her and Bob. We
assume that the channel coefficients follow a log-normal power
distribution. In this sense, the traditional path loss model for
noisy environment is [46], [47]:

P (dBm) = P0(dBm)− 10n log10

(
d

d0

)
+Xσ, (2)

where P is the strength of the received signal in dB, P0 rep-
resents the average received signal strength at some reference
distance d0 in dB, d is the distance of the transmitter, n is
an attenuation factor that gives the relation between distance
and received power, and Xσ ∼ N (0, σ2

Xσ
) is a zero mean

Gaussian random variable modelling shadowing [48]. Based
on the model for noisy RSSI, the distance can be estimated
as [49]:

d̂ = d010
P0−P
10n e

− 1
2

(σXσ ln(10)
10n

)2

. (3)

Finally, we employ a Kalman filter for the proposed proximity
algorithm. A Kalman filter can successfully lower the impact

3An impersonation attack when proximity estimation is used as an authenti-
cation factor can be mounted by altering the transmission power level, e.g., as
in some false base station types of attack. By taking successive measurements
of the RSSI in unpredictable locations, this attack can be mitigated.

Pī = APi−1A
T +Q

x̂ī = Ax̂i−1 +Bui−1

Time update

Pi = (I −KiH)Pī

x̂i = x̂ī +Ki(zi −Hx̂ī )
Ki = P̄iH

T (HP̄iH
T +R)−1

Measurement update

Fig. 5: Kalman filter steps

of noise present in the RSSI and thus improves the reliability
of the proposed localization approach. The filter’s parameters
are usually in the form of matrices, however, the target in the
scenario assumed here is static, and as a result all parameters
reduce to scalar values. This greatly reduces the complexity
of the filter and makes the algorithm suitable for a resource
constrained device (for details on Kalman filters see [50]).
The filter works by the assumption that the current state xi
has a relation to the previous state xi−1, and this relation is
expressed as follows:

xi = Axi−1 +Bui−1 + wi−1, (4)

where the transition matrix A links the current state xi with
the previous one xi−1, B is a control matrix which relates
the control vector u to the state and w is i.i.d. normally
distributed process noise such that w ∼ N(0, Q). Following
that a measurement is given by zi = Hxi + Ri, where H
is an observation matrix used to translate each state to a
measurement and R is i.i.d. normally distributed measurement
noise such that R ∼ N(0, σ2

R).
Given the above, the recursive process of the filter is

presented in Fig. 5. It is based on two main steps: prediction
and correction (time and measurement update, respectively).
During the time update step: i) the next state is updated based
on the previous state; ii) the error covariance matrix P is
updated. In the above x̂ī and Pī are the a priori estimated
state and covariance matrix, respectively. Next, during the
measurement update step: i) the so called Kalman gain K
is computed; ii) the estimate is updated based on the mea-
surement using the Kalman gain; and, iii) the error covariance
matrix is updated using the Kalman gain. In the following
subsection, we provide the details of our implementation of
the fast proximity estimation using a simple Kalman filter.

A. Implementation of the fast proximity algorithm

We have performed a set of experiments at two different
environments: i) in a small auditorium; and, ii) in a library.
In both scenarios we had a static Bluetooth low energy (BLE)
beacon, transmitting at 1 dBm and a smartphone (mobile node)
measuring the RSSI at different locations. This decision is
motivated by the scenario assumed for this study, i.e., the
access point (Bob) is fixed while the mobile IoT device (Alice)
takes consecutive proximity measurements. The line of sight
between the two devices was not always present due to moving
people in the area. Moreover, there were other BLE and WiFi
devices in the vicinity, causing further interference.
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Fig. 6: Measured RSSI data (dashed) and filtered data using
Kalman filter (solid) at distance of 3 meters. The measurement
noise variance is set to σR = 0.1.

TABLE I: Estimation of channel parameters for both scenarios

Scenario P0 n σXσ
Small auditorium -60.12 @ 1m 1.7 6.49
Library -61.91 @ 1m 1.85 6.30

First, in Fig. 6, we demonstrate the performance of the
Kalman filter. The chosen parameters are as follows: the
prediction of the error variance was set to Pe,i−1 = 0.1;
the process variance to Q = 10−6; the measurement noise
variance for the specific environment was chosen as σR = 0.1.
The figure shows that the filtered data quickly stabilizes
eliminating the noise in the measurements, while the raw RSSI
data wildly fluctuated by tens of dBms.

Next, the path loss model for each environment was deter-
mined. In both scenarios the smartphone was used to measure
the RSSI at different distances from the BLE beacon (1, 3,
6 meters). For each distance, we performed 50 measurements
while during each measurement the mobile device collected
20 samples of the RSSI. The motivation behind this value is
that in a realistic online phase, Alice could quickly (in a matter
of seconds) collect 20 samples. Furthermore, as it can be seen
in Fig. 6 even before the 20th sample the Kalman filter has
already converged and its output varies only by a few dBms.
Therefore, for our proximity estimation we assume that the
20th output of the Kalman filter is the “decision” output which
Alice uses to determine her distance to Bob.

The curve fitting of the path loss model in both scenarios
is given in Fig. 7. The curves show the standard deviation
of the collected RSSI data and the standard deviation of the
“decision” outputs of the Kalman filter. The estimated channel
parameters for both scenarios are given in Table I. Finally,
the distance estimations based on (3) using the collected
RSSI data and the “decision” outputs of the Kalman filter
are shown in Fig. 8. Overall, in Figs. 7 and 8 it can be
seen that the Kalman filter greatly improves the reliability
of the proposed method. As expected, the signal strength
decreases as the distance increases. Furthermore, it can be
observed that the environmental impact over the signal, such
as noise and objects, increases at greater distance. This directly
influences the distribution of the RSSI and increases the
variation from the mean value. However, at the output of the
Kalman filter these variations are limited and the mobile node
(Alice) can successfully determine whether the static access
point (Bob) is in one of the three regions: immediate (1 m),
near (3 m), or far (6 m). Moreover, since Alice moves in
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Fig. 7: Curve fitting of the path loss model for a small
auditorium (TOP) and a library (BOTTOM).
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Fig. 8: Distance estimation for a small auditorium (TOP) and
a library (BOTTOM).

a manner that is unpredictable for adversaries, a malicious
node cannot impersonate Bob unless they are co-located. This
simple proximity estimation technique is used as a independent
factor in a multi-factor authentication protocol presented in the
next section.

V. PROPOSED MUTLI-FACTOR AUTHENTICATION
PROTOCOL

This section presents a lightweight multi-factor authenti-
cation scheme, leveraging PUFs, proximity estimation and
SKG; it consists of two phases: an enrollment phase and an
authentication phase and uses SKG as a quick resumption
mechanism. We note that in the proposed protocol, only Alice
(an IoT node) performs proximity verification. To do so,
during the pilot exchange, she positions herself in diverse
(unpredictable) locations and takes multiple measurements of
the RSSI. The RSSI is used to estimate Bob’s location as
discussed Section IV.
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We first present all individual primitives and then provide
an overall security analysis. The notation used throughout this
section is defined as follows:
• A SKG scheme generating as outputs binary vectors K

and SA of sizes k = |K| and |SA|, respectively, with K ∈
K denoting the key obtained after privacy amplification
and SA ∈ S denoting Alice’s syndrome.

• Alice’s PUF denoted by PA that generates a response
R ∈ R to a challenge Ch ∈ Ch, i.e., R = PA(Ch). Also,
a pair of fuzzy extractor algorithms, denoted by Gen :
R → KR × HR, accepting as input the PUF response
and generating as outputs the identification (fuzzy) key
and helper data, with corresponding reproduce algorithm
Rep : R×HR → KR, such that:

Gen(R) = (HR,KR), (5)
Rep(R′, HR) = KR, (6)

where R,R′ ∈ R,KR ∈ KR and HR ∈ HR.
• A symmetric encryption algorithm, e.g., AES-256 in

Galois field counter mode (GCM)4, denoted by Es :
K ×M → CT where CT denotes the ciphertext space
with corresponding decryption Ds : K × CT →M, i.e.,

Es(K,M) = C,

Ds(K,C) = M,

for M ∈M, C ∈ CT .
• A pair of message authentication code (MAC) algorithms,

denoted by Sign : K ×M → T , with a corresponding
verification algorithm Ver : K ×M× T → {yes, no}:

Sign(K,M) = T,

Ver(K,M, T ) =

{
yes, if integrity verified
no, if integrity not verified

• A cryptographic (irreversible) one-way hash function

Hash : {0, 1}q → {0, 1}k,

that is used to compress the size of an input binary vector
of length q to a binary vector of length k = |K|.

In all of the previously defined functions, the insertion of
an index i− 1 denotes the value of a variable or quantity one
instance earlier than its corresponding value at instance i, e.g.,
Ch1 denotes the PUF challenge at instance 1 while Ch2 de-
notes the PUF challenge at instance 2. Furthermore, following
from the definition of PUFs, every challenge produces a unique
response and corresponding helper data and authentication
keys, i.e., PA(Ch1) 6= PA(Ch2) and Gen(PA(Ch1)) 6=
Gen(PA(Ch2)). Finally, concatenation of two binary vectors
X and Y is denoted by (X||Y ).

A. Device enrollment

The enrollment is a one-time operation carried out over a
secure channel between Alice (referred to in the following as
node A) and Bob (referred to in the following as node B).

4We note that using a block cipher such as AES-256 in a GCM operation
allows to the use of the same key K to encrypt typically Gigabytes of data.

Alice ID-A
IoT node

Pilots exchange

Link established

(A||Request)

(Ch1||Ch2||AID,1||Cemerg||AID,emerg)

(R2||Remerg||KR,1||KR,emerg)

Store: AID,1,KR,1,KR,emerg,AID,emerg

Gen(Remerg) = (HR,emerg,KR,emerg)
Gen(R1) = (HR,1,KR,1)
Remerg = PA(Cemerg)
R2 = PA(Ch2)
R1 = PA(Ch1)

Bob ID-B
Server

Cemerg,AID,emerg

Generate: Ch1, Ch2, AID,1,

KR,emerg,AID,emerg

Cemerg,Remerge,
Store: AID,1,KR,1, Ch2, R2,

Fig. 9: Enrollment phase

The steps taken during enrollment are summarized in Fig. 9
and are performed as follows:

1) In order to establish the link between them, both devices
need to exchange pilot signals. During this exchange
A measures the RSSI. Furthermore A downloads (or
creates) a map of the premises which contains the location
of B to enable proximity based authentication.

2) After establishing the connection, Alice sends her ID A
with a request for registration Request.

3) Upon receiving the request, B first checks if the re-
ceived ID has already been registered. If B finds the
ID within his database the request is rejected. If A
has not been registered B generates two initial PUF
challenges Ch1, Ch2 and an initial one-time alias ID
AID,1. These challenges will be used during subsequent
authentication and will be updated with each run of the
protocol. Next, B generates sets of emergency challenges
and one-time alias IDs Cemerg and AID,emerg , respec-
tively, such that |Cemerg| = |AID,emerg|. The emergency
sets are used only in a case of de-synchronisation be-
tween the devices and have multiple entries to allow
for multiple recoveries. Finally, Bob sends the message
(Ch1||Ch2||AID,1||Cemerg||AID,emerg) to Alice. Note
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that the two emergency sets are linked such that each
element has a corresponding one in the other set.

4) After receiving the message, Alice excites her PUF PA
with Ch1, Ch2 and all challenges from the set Cemerg ,
producing responses R1, R2 and Remerg , respectively.
Next, she uses R1 and Remerg as inputs to her fuzzy
extractor to generate the pair (HR,1,KR,1) and the sets
of pairs (HR,emerg,KR,emerg). Afterwards, Alice stores
AID,1,KR,1,KR,emerg,AID,emerg and sends the follow-
ing message to Bob (R2||Remerg||KR,1||KR,emerg).

5) To finalise the registration process, B stores the follow-
ing elements that correspond to ID A in his database:
initial authentication parameters AID,1,KR,1, Ch2, R2

and emergency authentication parameters in case of de-
synchronisation Cemerg,Remerge,KR,emerg,AID,emerg .

B. Authentication

Once the enrollment is finished, both devices can use the
established parameters for authentication. The steps taken
during authentication are summarized in Fig. 10 and are
performed as follows:

1) The devices exchange pilot signals and observe XA, XB ,
respectively, which they subsequently quantize to bit
strings YA and YB , correspondingly. From this step, A
also measures the RSSI of the received signals.

2) Next, A runs the proximity verification discussed in
Section IV to confirm the location of B. If the verification
fails, she stops the authentication process. If it succeeds,
she completes the steps of the SKG process, calculating
her syndrome SA and key K. The key will be used later
as a session key if the authentication is successful. Then,
A sends her request for authentication which contains a
one-time alias ID AID,i and a fresh random nonce N1.

3) Upon reception, B accesses the database and loads
the parameters that corresponds to the ID, i.e., CRP
(Ch2, R2) and key KR,1. Then he generates a fresh ran-
dom nonce NB and breaks KR1 into two parts as follows:
KR,1 = (KR1,1,KR1,2). He uses the first part to encrypt
CB = Es(KR1,1, (A||B||Ch2||N1||NB)), and uses the
second part to sign MB as: TB = Sign(KR1,2, CB).
Finally, he sends the ciphertext MB and the signature
TB to A.

4) By using her stored key KR,1, A verifies the authenticity
of B and the integrity of the message MB . If one of
the verification checks fail A rejects the message’s claim
to authenticity. If the verification succeeds she accepts
and excites her PUF with the received challenge Ch2.
By running it on her PUF she obtains a new measure-
ment R′2 = PA(Ch2) and Gen(R′2) = (HR′,2,KR′,2).
Afterwards, she generates a new fresh random nonce
NA and calculates the next two challenges as follows:
Ch3 = Hash(Ch2||NA) and Ch4 = Hash(Ch3||NB).
Next, she excites her PUF to produce R3 and R4. In
order to generate the key that will be used in a future
execution of the authentication protocol, A executes
Gen(R3) = (HR,3,KR,3). Next, she calculates the one-
time alias ID for future execution of the protocol as

Alice ID-A
IoT node

Pilots exchange

Link established

(AID,1||N1)

(CB ||TB)

(CA||TA||HR′,2)

Secure communication
Generate Z

Obtain: YA, SA,K
Generate: N1

Fast proximity estimation

Store: KR,3, AID,2

TA = Sign(KR′2,2, CA)
CA = Es(KR′2,1, (A||B||SA||NA||R3||R4))
Break: KR′,2 = (KR′2,1,KR′2,2)
AID,2 = Hash(A||NB ||R3)
Gen(R3) = (HR,3,KR,3)
R4 = PA(Ch4)
R3 = PA(Ch3)
Ch4 = Hash(Ch3||NB)
Ch3 = Hash(Ch2||NA)
Gen(R′2) = (HR′,2,KR′,2)
R′2 = PA(Ch2)
Generate: NA
Ds(KR1,1, CB) = (A||B||Ch2||N1||NB)
Ver(KR1,2, CB , TB)

Bob ID-B
Server

Obtain: YB

TB = Sign(KR1,2, CB)
CB = Es(KR1,1, (A||B||Ch2||N1||NB))
Generate: NB
Break: KR,1 = (KR1,1,KR1,2)
Read: CRP (Ch2, R2) for AID,1

Verify: A is at the expected distance

Store: KR,3, AID,2, Ch4, R4

Obtain: K
AID,2 = Hash(A||NB ||R3)
Gen(R3) = (HR,3,KR,3)
Ch4 = Hash(Ch3||NB)
Ch3 = Hash(Ch2||NA)
Ds(KR′2,1, CA) = (A||B||SA||NA||R3||R4))
Ver(KR′2,2, CA, TA)
Rep(R2, HR′,2)

?
= KR′,2

Fig. 10: Authentication protocol

AID,2 = Hash(A||NB ||R3) which due to the random-
ness of NB and R3, cannot be linked to AID,1. The pairs
(Ch4, R4) and (KR3, AID,2) will be used in a subsequent
connection with B. Next, A breaks her key KR′,2 into
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two parts KR′,2 = (KR′2,1,KR′2,2). Similarly, to the
previous step she uses half of the key to encrypt the
message CA = Es(KR′2,1, (A||B||SA||NA||R3||R4)).
Then, A uses the second half of the key to sign the
ciphertext TA = Sign(KR′2,2, CA). Finally, A sends
CA, TA and HR′,2 to B and stores the pair KR,3, AID,2.

5) Upon receiving the preceding message, B verifies the
condition Rep(R2, HR′,2)

?
= KR′,2 by using the stored

R2 (from the enrollment phase) and the received helper
data HR′,2. If the verification fails, B rejects the claim
to authenticity. If the claim is accepted, he verifies
the integrity of CA using the signed ciphertext TA.
Next, using R3 and the principles of the fuzzy extractor
B performs Gen(R3) = (HR,3,KR,3). He calculates
AID,2 = Hash(A||NB ||R3). Following that, he stores
the pairs (KR,3, AID,2), (Ch4, R4) which will be used
during the next round of the protocol. Finally, using the
received syndrome SA, B corrects the discrepancies in his
observation YB to obtain YA and calculates the session
key K = Hash(YA).

6) After the authentication process finishes A and B enter
the secure communication stage with session key K.
During this stage, they generate a resumption secret Z,
leveraging SKG. Instead of performing full authentication
in subsequent sessions, the secret can be used as a
parameter to quickly “resume” sessions in 0-RTT.

C. Resumption protocol

This Section presents a novel physical layer resumption
protocol that allows A to send encrypted data in 0-RTT.
During the secure communication stage of the authentication
protocol in Fig. 10, B sends to A a look-up identifier. Then,
both derive a resumption secret Z that is a function of the
look-up identifier and the session parameters. The usage of a
resumption secret for authentication helps avoid man-in-the-
middle attacks in the scenario assumed here. Given the above,
the resumption protocol follows the steps:

1) As before, in order to establish the link both devices
perform pilot exchange. A and B obtain channel obser-
vations and generate sequences YA and YB , respectively.
Furthermore, A measures the RSSI. Note that, Z and
YA, YB have the same length.

2) Following the above, A performs the proximity detection
mechanism to verify whether Bob is at the expected lo-
cation. If the verification fails, she aborts the connection.
If the verification succeeds she generates a fresh random
nonce N1 and reads the resumption secret Z to generate
Y ∗ = Z ⊕ YA. Then, using her Slepian Wolf decoder
she calculates the new syndrome S∗, that corresponds to
Y ∗, and generates the session key as K∗ = Hash(Y ∗).
She also calculates the one-time alias ID that will be
used for subsequent session as: AID,i+1 = Hash(A||YA).
A breaks her key into two parts K∗ = (K∗1 ,K

∗
2 ) and

uses the first part to encrypt the early 0-RTT data M
as Es(K∗1 ,M) = C. The second part she uses to sign
the cipher text Sign(K∗2 , C) = T . Finally, she sends
(S∗||AID,i||N1||C||T ). Note that the key K∗ can only be

Alice ID-A
IoT node

Pilots exchange

Link established

(S∗||AID,i||N1||C||T )

Secure communication
Update Z

Store: AID,i+1

Sign(K∗2 , C) = T
Es(K∗1 ,M) = C
Break: K∗ = (K∗1 ,K

∗
2 )

AID,i+1 = Hash(A||YA)
Obtain: S∗, K∗ = Hash(Y ∗)
Perform SKG using Y ∗:
Y ∗ = Z ⊕ YA
Read: Resumption secret Z
Generate: N1

Estimate: YA
Fast proximity estimation

Bob ID-B
Server

Estimate: YB

Store: AID,i+1

AID,i+1 = Hash(A||YA)
YA = Y ∗ ⊕ Z
Ds(K∗1 , C) = M
Ver(K∗2 , C, T )
K∗
′ ?

= K∗
K∗
′

= Hash(Y ∗)
Finish SKG: (Y ∗

′
, S∗) = (Y ∗)

Y ∗
′

= Z ⊕ YB
Read: Resumption secret Z
Verify: A is at the expected distance

Fig. 11: Resumption protocol

obtained if both the physical layer generated key and the
resumption key are valid and this method can be shown
to be forward secure [51].

3) Upon receiving that, B reads the resumption secret Z
and obtains Y ∗

′
= Z ⊕ YB . Using that and the received

syndrome S∗, B obtains K∗ = Hash(Y ∗). He uses
the condition K∗

′ ?
= K∗ to verify the authenticity of

A and the integrity of the message. If the above succeeds
he calculates YA = Y ∗ ⊕ Z and stores AID,i+1 =
Hash(A||YA).

4) After the resumption process finishes the two devices
enter the secure communication stage using K∗ as a
session key. During the secure communication stage, they
use the channel and session properties to generate new
shared resumption secrets that can be used in subsequent
resumptions.

VI. SECURITY ANALYSIS

In this Section, we analyze the security of the proposed
multi-factor authentication protocol illustrated in Fig. 10. For



10

the purpose of our security proofs we consider a Dolev-Yao
[52] type of adversary, who has control over the wireless
channel between A and B. Furthermore: 1) the adversary can
send any type of messages and queries using its knowledge
gained through observation; 2) all functions and operations
performed by the legitimate users during the execution of
the protocol are public except from PA(·) and the entire
enrollment phase; and, 3) the adversary can launch denial
of service (DoS) attacks and block parts of the protocol in
order to de-synchronize the connection between A and B. In
terms of the SKG, for simplicity, in this work we assume
a rich Rayleigh multipath environment where the adversary is
more than a few wavelengths away from each of the legitimate
parties and the SKG rates are given as in Section III.

A. Mutual authentication

The proposed protocol uses a set of factors to achieve
mutual authentication. It uses a fast proximity estimation as a
first factor of authentication. This verifies whether the server is
at the expected distance. Next, A authenticates B by verifying
whether the correct key is used for creating CB and TB . On
the other hand, B authenticates A by first confirming the
validity of the received one-time alias ID AID,i and second
by verifying whether she produced a valid response to Chi.
The second condition is confirmed only if A uses the correct
key to generate the pair CA, TA.

B. Untraceability and anonymity

During the execution of the authentication protocol, A must
posses a valid one-time alias ID AID for each session. The one-
time alias identity cannot be used twice and there is no direct
relationship between subsequent IDs. Thus, no one except B
would know the origin of the message. Furthermore, in case
of de-synchronization the device can use the set of emergency
IDs AID,emerg . After using an emergency ID it has to be
deleted from A’s and B’s memory. This approach provides
privacy against eavesdroppers and ensures user’s anonymity
and identity untraceability properties.

C. Perfect forward secrecy

Assuming an attacker compromises A and obtains all stored
secrets, i.e., (KR, AID), he cannot obtain previous keys or
one-time alias IDs. First, each KR is generated using a CRP
and CRPs are randomly generated and independent. Hence, by
obtaining KR,i an adversary cannot learn KR,i−1. Next, one-
time alias IDs are generated using a one-way hash function of
unique parameters for each session; if an adversary obtains
AID,i, he can not inverse the hash function. Furthermore,
using the randomness of the wireless channel ensures that
session keys are unique and independent for each session.
Therefore, the proposed authentication protocol ensures the
perfect forward secrecy property.

D. Protection against replay attack

If an adversary intercepts previous communication between
A and B, he can replay the same messages and try to pass

the authentication process. In the protocol presented in Fig. 10
none of the parameters in the initial request are allowed to be
sent twice, hence, if an attacker resends the same message to
B the attack will be detected and the request will be rejected.
Next, if the adversary tries to re-send CB to A, he will be
detected, since the key used to encrypt CB is changed during
every session. Similarly, if the adversary tries to re-send CA,
he will be detected and the request will be rejected because the
key used to encrypt CA is changed every session. The above
shows that the proposed protocol provides resistance against
replay attacks.

E. Protection against impersonation attack
A successful impersonation attack will allow the adversary

to be authenticated as a legitimate user. Following from above,
an adversary cannot perform a replay attack, which limits his
options to perform an impersonation attack. Following from
that, in order to impersonate A he must generate 1) a valid
one-time alias ID, and, 2) a valid ciphertext CA. However,
due to the unclonability properties of the PUF and the fact
that the connection between a device and its PUF is secure,
(i.e., system on chip) the adversary cannot generate a valid
ciphertext CA, hence cannot impersonate A. Next, in order to
impersonate B, the adversary must posses a valid key KR,1

and generate a valid ciphertext CB . To obtain the key an
adversary must compromise A (an example of such a scheme
vulnerable to this attack can be found in [25]). However, even
if A gets compromised the attack will be detected using the
proposed proximity detection approach. This shows that our
multi-factor authentication protocol provides resistance against
impersonation attacks.

F. Resistance to DoS attack
To ensure security against DoS and de-syncronization at-

tacks, the authentication protocol uses unlinkable one-time
alias IDs and pairs of sets with emergency parameters
(Cemerg,Remerge) and (KR,emerg,AID,emerg). If an adver-
sary manages to block a message from a legitimate party, such
that it does not reach its intended receiver, the authentication
process will stop and the used AID,i will not be updated.
To overcome that A can use one of her emergency IDs
from the set AID,emerg . B will then read the corresponding
KR,emerg from the set KR,emerg and use it to encrypt a
message containing an emergency challenge Cemerg from the
set Cemerg . Next, both parties can continue the authentication
process as usual and setup a new one-time alias ID. In order
to prevent replay attacks all used emergency parameters must
be deleted from the corresponding set. This approach provides
resiliency against DoS to de-synchronization attacks.

G. Protection against cloning attacks
A successful cloning attack allows the adversary to use a

captured device in order to obtain secrets stored on another
device. In the proposed protocol each device posses a unique
pair (KR, AID). Furthermore, all devices have unique PUFs
and will produce a unique response to a challenge. Hence, the
adversary cannot use secrets derived from one device in order
to clone another.
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B|≡#(NB)∧B
K
R′,2
/ R3RNB

B|≡#(R3)
∧B|≡A

K
R′,2↔ B∧B

K
R′,2
/ R3

B|≡A
K
R′,2
|∼ R3

B|≡A|≡A
K′R,2↔ B

∧B|≡A|≡Ac/||R3∧B|≡A
K′R,2
|∼ R3

B|≡A|≡{B∪A}c/||R3

∧B|≡sup(A)

B|≡{B∪A}c/||R3

∧B|≡#(R3)

B|≡A
R3↔B

(a)

A|≡A
K′R,2↔ B∧A|≡Bc/||R3∧A

K′R,2
|∼ R3

A|≡{A∪B}c/||R3

∧A|≡#(R3)

A|≡A
R3↔B

(b)

A|≡#(N1)∧A
KR,1
/ NBRN1

A|≡#(NB)
∧A|≡A

KR,1↔ B∧A
KR,1
/ NB

A|≡B
KR,1

|∼ NB

A|≡B|≡A
KR,1↔ B

∧A|≡B|≡Bc/||NB∧A|≡B
KR,1

|∼ NB

A|≡B|≡{A∪B}c/||NB
∧A|≡sup(B)

A|≡{A∪B}c/||NB
∧A|≡#(NB)

A|≡A
NB↔B

(c)

B|≡A
KR,1↔ B∧B|≡Ac/||NB∧B

KR,1

|∼ NB

B|≡{B∪A}c/||NB
∧B|≡#(NB)

B|≡A
NB↔B

(d)

Fig. 12: Secrecy proofs: (a) B believes R3 is a good shared secret between A and B; (b) A believes R3 is a good shared
secret between A and B; (c) A believes NB is a good shared secret between A and B; (d) B believes NB is a good shared
secret between A and B.

H. Protection against physical attacks

Successful physical attacks could be performed by physical
tampering of the IoT device in order to change its behavior.
However, by changing its behavior, the PUF will not produce
the desired response and therefore B will detect the attack.
Therefore, the proposed protocol is resistant against physical
attacks.

I. Secrecy proofs using BAN and MB logic

The secrecy evaluation of security protocols ensures that
an adversary cannot obtain or alter secret parameters. In
this regards, the BAN logic [12] is a widely used secrecy
verification tool. However, some weaknesses were identified
by the authors of [53]. They extended and improved the
BAN logic to a more reliable version, namely MB logic,
which is used in this paper. Formal proofs are deduced using
a set of initial beliefs and rules and are based upon the
message exchange within the protocol. The initial steps of
MB logic are idealization of the protocol and identification
of the initial beliefs. The protocol message idealization is
used to interpret the implicit context-dependent information
into explicit protocol specification. Based on the set of rules
defined in [53], the protocol in Fig. 10 is idealised as:

1) A→ B : A,N1

2) B → A : {NBRN1}KR,1
3) A→ B : {R3|R4RNARNB}KR,2

where R gives the relation of the parameters, as defined
in [53]. Next, denoting principal as A,B, messages and keys
as M,K, respectively and formulas as X , the main properties
of MB logic are: A |≡ X denotes A believes X is true; A

K
/M

denotes A sees M using key K, if M is not encrypted we have

TABLE II: Inference rules adopted from MB logic

Notation Description

A|≡A
K↔B∧AK/M

A|≡B
K
|∼M

Authentication rule

A|≡A
K↔B∧BC/||M∧A

K
|∼M

A|≡(A∪B)C/||M Confidentiality rule

A|≡#(M)∧A/NRM
A|≡#(N)

Fresh rule

A|≡{A,B}C/||K∧A|≡#(K)

A|≡A
K↔B

Good-key rule

A|≡#(N)∧A|≡B
K
|∼N

A|≡B|≡A
K↔B

Nonce verification rule

A|≡B|≡X∧A|≡sup(B)
A|≡X

Super-principal rule

A|≡X∧A|≡Y
A|≡(X∧Y )

Belief axiom 1

A|≡X∧A|≡X/Y
A|≡Y

Belief axiom 2

A/M ; A
K

|∼M denotes A encrypts M using key K; #(M)

denotes M is of type fresh; AK↔B denotes K is a good shared
key between A and B; A / ||M denotes M is not available
to A; sup(B) denotes B is a super-principal. Following that,
the inference rules defined in [53] and used in this paper are
given in Table II (Note, {·}C denotes complement). Given
the above we define the initial beliefs as follows:
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A |≡ AKR,1↔ B ∧A
KR,1
/ NB

A |≡ B
KR,1

|∼ NB

A |≡ A
KR′,2↔ B ∧B

KR′,2
/ NA

B |≡ A
KR′,2

|∼ NA
(a) (b)

Fig. 13: Proof of authentication (a) B to A; (b) A to B.

A1 A |≡ AKR,1↔ B and B |≡ AKR,1↔ B

A2 A |≡ A
K′R,2↔ B and B |≡ A

K′R,2↔ B
A3 B |≡ A |≡ AC / ||R3|R4RNARNB
A4 B |≡ sup(A)

A5 B
K′R,2
/ R3|R4RNARNB

A6 A |≡ BC / ||R3|R4RNARNB

A7 A
K′R,2

|∼ R3|R4RNARNB
A8 A |≡ #(N1), A |≡ #(NA), A |≡ #(R3), A |≡ #(R4)

A9 A
KR,1
/ NBRN1

A10 A |≡ B |≡ BC / ||NB and B |≡ #(NB)
A11 A |≡ sup(B)
A12 B |≡ AC / ||NBRN1

A13 B
KR,1

|∼ NBRN1

The authentication property of the current run of the proto-
col can be verified using the authentication rule as shown on
Fig. 13. The authentication of B to A can be achieved by the

fact A |≡ B
KR,1

|∼ NB , i.e., A believes that B sent NB using
KR,1 to encrypt the message. As seen in Fig. 13, two facts

imply authentication 1) A |≡ AKR,1↔ B meaning A believes that

KR,1 is a good shared secret between A and B; 2) A
KR,1
/ NB ,

i.e., A used KR,1 as a decryption key to see NB . Following
from the fact that the enrollment stage is performed on a secure
channel both of these statements are part of the initial beliefs
of the protocol, hence, the authentication of B to A is directly
established as shown on Fig. 13 a). The authentication of A to
B is identical following from Fig. 13 b). Next, we prove the
secrecy of parameters R3 (the proofs for secrecy of NA and R4

are identical) which could be used as initial belief for the next
run of the protocol. First, by combining the confidentiality rule
and two axioms from Table II the following rule is derived:

A|≡B
K

|∼M ∧A |≡ B |≡ AK↔B ∧A |≡ B |≡ BC / ||M
A |≡ B |≡ {A ∪B}C / ||M

. (7)

Given that, the security proofs on Fig. 12 (a) and (b) show that
both parties A and B agree that R3 is a good shared secret
(similarly, one can show the property holds for R4). Given
that and using the fuzzy extractor properties [31] it can be
concluded that KR,3 and KR,4 are good shared keys between
A and B. Next, Fig. 12 (c) and (d) illustrates that A and B
agree that NB is a good shared secret. As a consequence of
the above and by using the properties of privacy amplification
[54] we can conclude that AID,2 is also a good shared secret.

J. Session key agreement

It is a common practice in literature to use nonces as part
of the session key generation process [24]–[26]. However,
note that even if NA and NB are good shared secrets be-
tween A and B the low entropy of pseudo-random number
generator (PRNG) modules may provoke a set of attacks,
such as side-channel and prediction attacks [55], and lead
to information leakage. Furthermore, it has been shown that
true-random number generators (TRNGs) can greatly increase
the time complexity in a resource limited systems making the
generation time infeasible [56]. Therefore, we limit the role
of the nonces in the proposed scheme to only a source of
freshness. On the other hand, the randomness already present
in the wireless channel allows for a secure and lightweight key
generation process through the SKG procedure, as illustrated
in Section III. Finally, we note that if the session key somehow
gets compromised, the authentication process remains secure
as the adversary cannot obtain the PUF response using the
session key.

K. Security verification using the Tamarin-prover

The security properties of the authentication protocol given
in Section V were verified using the formal verification tool,
Tamarin-prover [13]. Tamarin was used to prove: secrecy,
aliveness, weak agreement, non-injective agreement, injective
agreement, untraceablity and anonymity. The model of our
authentication protocol in Tamarin syntax is provided in the
supplementary material to this paper, due to space limitations.

VII. CONCLUSIONS

In this work we introduced a fast, multi-factor mutual
authentication protocol for IoT systems, leveraging SKG from
fading coefficients, proximity estimation using Kalman filters
and PUFs. To demonstrate the SKG performance in delay
constrained applications we provided a numerical comparison
of three families of channel SW codes in the short and medium
blocklength regimes. Next, we conducted a set of experiments
to demonstrate the applicability of our proposed fast proximity
detection in BLE networks, that leverages mobility of an IoT
node. Finally, we validated the properties of the proposed
authentication protocol through a detailed security analysis,
using BAN and MB logic as well as the Tamarin-prover. Our
analysis proves the potential of the proposed protocol as a
lightweight, multi-factor alternative to the currently used com-
putationally intensive authentication schemes, with a particular
interest in IoT networks of constrained devices and wireless
sensor networks.
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